IBM
Analytics



| ||
I l"

!
Hu
.|'|
fn
:

h

00 Anton Bivd
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April 22, 2016

Ms. Joan L. Smith,

CJIS Manager

Washington Assaociation of Sheriffs & Police Chiefs (WASPC)
3060 Willamette Drive NE

Lacey, WA 98516

Dear Ms. Smith,

The Washinglon Association of Sheriffs & Police Chiefs (WASPC) provide critical support to state-wide law
enforcement agencies in an effort to enhance public safety. In furtherance of this mission, the WASPC
implementation of a Nalional Incident-Based Reporting System (NIBRS) state-level repository will greally improve its
reporting and data collection capabilities for the foreseeable future.

To satisfy your requirements, we propose IBM i2 COPLINK on the Cloud to integrate and consolidate data within a
single data repository from contributing agencies. Data will be structured to support the transition to the NIBRS
system. There will be a significant effort in custom development work 1o comply with the WASPC requirements. [BM
is prepared to provide the custom development work at a significantly reduced cost in exchange with WASPC
becoming a Sponsor User to assist in the WASPC COPLINK/NIBRS development and o provide a reference for
future impltementations in other states.

COPLINK on the Cloud takes advantage of its built-in data integration capabilities to report existing criminal history
records in the NIBRS format. In addition, COPLINK can also support new NIBRS data elements through a fealure
known as custom attributes. COPLINK on the Cloud allows the type of flexibility and scalability that is critical for
WASPC as it collects data from multiple disparate sources. The program supports batch file submissions that are
automatically transformed through an ETL process that includes extensive data error checking.

There are currently fifty COPLINK systems operating within the United States, hosted in twenly-one states, As a part
of this established network, IBM will extend its existing agreement with the National Law Enforcement
Telecommunications System (Nlets) to allow Cloud hosting services within one of the most secure and established
CJIS-compliant facilities in the nation. Nlets is a consortium located in Arizona and is governed by the fifty states
providing secure law enforcement communications to individual law enforcement agencies throughout North America.

We are excited about partnering with WASPC on this project to make the most robust, secure and flexible NIBRS
slale-level repository. We look forward to a long term relationship in support of the NIBRS state-level repository.

Sincerely,

o b/

Maria Rogers
marnadr@us.ibm.com/ 914-329-9411
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Section 1 Proposal Executive Summary

The Washington Association of Sheriffs & Police Chiefs is tasked with the highly technical and
critical task of implementing a new NIBRS system to support multiple agencies that are submitting
both NIBRS and SRS data. Upon successful implementation, the new NIBRS system will allow
WASPC to provide more data-backed analysis to better inform its stakeholders within the annual
Crime in Washington report.

Our understanding of your goals

it is our understanding that WASPC seeks to replace their existing NIBRS system with a new and
improved system to enhance and improve its data collection and reporting capabilities. The solution
must adhere to all data entry, capture, quality, editing, validation, submission, preservation and
reporting requirements detailed by FBI NIBRS. The solution must adhere to all state-level Incident-
Based Reporting (IBR) requirements. In addition, the solution must generate reports that achieve
both State and FBI certification.

* Meet all FBI NIBRS technical and user guideline requirements
* Meet all State of Washington Incident-Based Reporting data collection requirements
* Generate reports that meet Washington State and FBI NIBRS certification

* Help reduce crime and increase public safety

Our solution

IBM proposes to use its existing COPLINK on Cloud system hosted within a CJIS compliant facility
to ingest data from contributing agencies and consoclidate information within a single data
warehouse. Information within the data warehouse would be sent on a schedule determined by the
WASPC for integration into the FBI NIBRS system and would comply with all state-level and FBI
NIBRS technical and user guideline requirements with the aid of IBM's COGNOS reporting solution.

* Proposed solution would meet all FBI NIBRS technical and user guideline requirements

* Proposed solution would meet all State of Washington Incident-Based Reporting data collection
requirements

* Enbhanced mapping of threats and incidents for enhanced reporting capabilities for WASPC's
annual report

* Cloud environment within a CJIS compliant facility offering an highly available, secure, flexible
and scalable solution.

* User access for one concurrent user license per agency; additional concurrent licenses are
available at additional cost.

* Development costs for the COPLINK/NIBRS solution are substantially reduced. We would like to
engage WASPC as a Sponsor User to assist in the WASPC COPLINK/NIBRS development and
to provide a reference for future implementations in other states.

{BM Corporation | April 22, 2016
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Our value proposition for Washington Association of Sheriffs & Police O
Chiefs (WASPC)

IBM can offer WASPC a state-of-the-art solution that exceeds requirements while providing a CJIS
compliant cloud platform hosted at Nlets for purposes of resiliency, scalability and flexibility as the
needs of the State of Washington shift. The proposed solution is comprised of our Commercial off
the Shelf (COTS) product. While custom development work is required, the existing COTS product
provides approximately 80 percent of the required functionality, thus reducing the need for
customization that can cause unforeseen complications and delays in deployment. IBM brings a
wealth of experience gained through our fifty COPLINK implementations across the nation serving to
deliver peace of mind to the WASPC and its stakeholders.

IBM Corporation | April 22, 2016
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Section 2 Technical solution and description
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m 2.2 Preferences

A. Administrators and Users

Local administrators will have access privileges as defined by the system administrator(s). The
COPLINK Migration reporting service has a near-real time capability of reporting data ingest
errors. The migration service error messages will be sent to the specified local administrator as it
is generated.

Reason for the failure of the data migration are part of the reporting service.
Duplicate files, based on agency ORI and report number, will be rejected.

The Source Reporting Service is a stand-alone application that allows a system administrator to
view and control the following data migration information:

*  View the refresh status of all data sources including when source records are received and
processed (system journal).

* Set source refresh expiration time outs. Source refresh status is monitored by a heartbeat
between each data source and the node.

* Source errors are sent to the node where they can be forwarded to the System
Administrator,

* Control who is notified of status changes and how notifications are directed.

*  Monitor logged in users for cloud licensing compliance.

®

IBM Corporation | April 22, 2016
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Monitor the COPLINK database and Search AP application for availability. If unavailable,
emails are sent to Cloud and Dev Operations.

Cognos Workspace Advanced provides Ad-Hoc Query and Analysis interface for business
users

Provides a consistent, simplified, and rich interface for self-service reporting and analysis

- rir- T T T v NI Vol i e -
~— “ ——— [2nt grueeh b i e
DO o, wiany o, ey » . G ) R T - %)
L el vy i 1] g WP e Sl b e S A ) = 5 Sirr 32 v = i T =1
IRNOC M s mBA> A b o P-@-B- X R W R
— e e lA LW 2 W N S AL = T e i mewme T e E
e e e o TR S ] s b P = - R i, ¥ e SR P S——— =
—snne. Aeiome g, Bz ey : -
foad {eoars 1 o ¥ =t = e vr
[- e e i . S — i . . X 1 1!.!"-—.-5
 Sabes ~MEoe_va g
] F e = [ cmbo, Veun ]
................................................. - OB ess |
\j( [ e T s | ey 4 Yt s : mll
gy Amsmma  (RARen - " - - * [ et T s
on ey M e &Y Fha kia oB A v AP cutravgtes { Lvgeton
* Em |
tenmn Crrmer - e v [ & o [ Potzeme Oy oww. i"*!
oy L [V FEY ] - e ogm r |
L 1] £~ Ay ol S e L) - » L '4:
e = LT rs - » [ teatrin |
Exemen ” LAy o= T T = [ tuive Sypurr |
e e T Y T T IR T | L s ":
e mme o sumeonm ™Y - b o g |
T - T - - W O Sogrenly ]
i 48 ATy "»a = & oliuitter gty E
- L] A - » ) mussagm i
[ - S o e T i [ 3 v e Dy S TP i
e Y T i o o Wogrs !
e I Nve S eveme e o e - i ey i
v 2= dov 1
¥ v Combpema
* W e ieaf 130
&P B oy S
'— ----------------------------------------------- - -
e T3 TR & XA Pk L’ ....... D ——— ,_»H___-_.",m]_
- | it i it S e b bt e Pl
il Reracheor Ol it i d § et L5 Lob g .o
e P g o o e i

Figure 1. A sampte Cognos Workspace Advanced report builder

B. Data Entry and File Upload

This portion of the proposed solution does not exist today would require development work by

the Safer Planet Lab services unit, The proposal to meet this requirement is that we would create

a distinct user interface allowing for the ingestion of the NIBRS Data into the central COPLINK
Database.

IBM COPLINK makes maximum use of drop down tables to ensure consistency in data
entry. The example below is the criminal intelligence data entry screen. The proposed
NIBRS data entry screen would follow a similar paradigm.

Missing mandatory fields will generate an error in the migration reporting service. Invalid data
entry will be minimized through the use drop-down tables. Mandatory fields that are not
compieted will not allow the user to submit the file.

IBM Corporation | April 22, 2016
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O In the screen capture, the mandatory fields have a beige background.

Missing data will not allow the user to progress, as is shown in the error message below the
data entry screen capture. The error message can be modified to reflect the specific
situation.

Errors in the IIE will not allow the user to progress, so this requirement is redundant.
The COPLINK program data entry fields have this feature.

The <TAB> key will advance the user through the data screens.
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Figure 3 Example of COPLINK error screen
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The proposed data entry screen will follow the desired sequence.

C. Data Reports

The COGNOS system provides the following

* More functionality for power users to perform analysis and exploration directly from Cognos
Workspace

* One place for all reporting (OLAP, Relational, Financial)

* Bridge gap between power users and professional report authors
* Integrate external data for filtering and/or supplementary data

* Compatibility with Report Studio

* The User Interface exposes the most commonly used controls needed for building a report
including business view of data, formatting objects and properties.

* The types of reports are user defined and customized to fit requirements.
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Figure 4. Sample COGNOS Report

IBM Corporation | April 22, 2016
Use or disclosure of data contained on this page is subject lo the restriction on the last page of this document. 8



Washington Association of Sheriffs & Police Chiefs (WASPC) | (NIBRS) State Repository Replacement | RFP CJIS-2016-01

COPLINK allows export as a csv file Microsoft Excel, Word, and PDF. COPLINK does not
support export to Microsoft Access.

COPLINK provides a data repository that is searchable by all authorized users.

The IBM COGNOS reporting system meets all of these requirements.

D. Data Validation and Error Notification

As stated previously, the data migration process used for both batch file load and manual
data entry checks for errors and rejects any submissions that do not conform to the NIBRS
submission standards. The Migration report service records these errors and makes them
available to the system administrator.

The reporting service output can be made availabie to a user authorized to view the data.

IBM COGNOS Workspace Advanced permits users to create custom reports. The above
parameters are simply selected by the user at the time the report is built.

Error message format must be determined at the time the program is configured. However,
requirements from WASPC will be incorporated into the error message text during development
and 1BM will work with WASPC to ensure the error messages are clear and user-friendly. There
is no mechanism to allow user editing of the error text messages. This is done to maintain the
program integrity.

IBM Corporation | April 22, 2016
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The program will not include a time-window error as part of the reporting service.

The reporting service allows filtering of messages by error code.

E. State System

COPLINK uses group membership to establish user profiles, which then have access as
determined by the system administrators.

COPLINK uses group membership to establish user profiles, which then have access as
determined by the system administrators.

The current COPLINK paradigm allows a reviewer to modify the inputted data. This will be
configured to enable the SSAs to modify a record, however, the original record will be held in the
repository in the event a data corruption error occurs.

COPLINK currently has no capability to enable the transfer of files from the “training” database to
the "production” database. This will require custom development.

F. System Features

The COPLINK migration process may be scheduled as desired by the State and the individual
agencies. As the batch files are loaded by the user agencies to a specified folder in the
COPLINK system, the migrator will load any new files on the defined schedule. This is an
automated process that will ingest new records at the prescribed time and record the events in
the migration reporting service.

Batch file submission will be loaded by user agencies to specified folder in the COPLINK system
and then migrated into the database on user-defined schedule. IBM proposes to develop a data
entry screen to allow data entry directly into the system with appropriate constraints and checks.

IBM Corporation | April 22, 2016
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If the data migrated passes all NIBRS data checks, it is immediately available in the
COPLINK data repository.

This requirement will addressed through a custom attribute. The default confirmation screen is a
custom development and is included in the proposed system cost.

This requirement will be addressed through a custom attribute.

COPLINK paradigm is that data in the repository that is migrated automatically requires a

change in the data source contributing the data or an updated batch file. Direct data entry cannot

be deleted, only supplemented. The program does have the ability to hide a deleted case from
O view using the data restriction function.

This requirement will be addressed through a custom attribute.

COPLINK includes a transaction log that records all of the required information.

This requirement will be addressed through a custom attribute.

The COPLINK Migration Reporting Service meets these requirements.

This requirement will be addressed through a custom attribute.

P
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This would require a translation tabie, which COPLINK does have to convert NIBRS data to UCR
data and vice versa, however, implementation is custom development work and it is NOT
included in the system cost.

G. Vendor Responsibilities

IBM COPLINK has four COPLINK systems that are submitting data to the FBI N-DEx system.
While not NIBRS data, the similarities in error-checking and submission protocols are similar.
IBM has worked closely with the FBI on this endeavor since 2010.

IBM will ensure that the systerm wilt be/lBﬁ‘submission capable. IBM has worked closely with the
FBI in migrating data from local COPLINK repositories to the FBI N-DEx system and has
experience with the error check required to ensure the submitted data meets the FBI
requirements.

The COPLINK system in Kansas City (KC-ETAC) displays data in the NIBRS format. This
system has been operational since 2010.

This requirement will be addressed through a custom attribute.

The IBM COPLINK database schema is proprietary intellectual property and is not disclosed
except under an agreement to exchange confidential information. Sample COGNOS reports are

show in the Figure 1 and Figure 4.

Included in your IBM Subscription and Support is the ability to request support either by phone or
electronically, and meets the above requirements. This is further described in Section 3.6.

This would be handled by the filing of a support request and would be treated as part of our
ongoing support.

IBM Corporation | Aprit 22, 2016
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IBM Services will schedule the installation of any new releases of upgrades or enhancements
with the client.

The COPLINK program includes context sensitive on-line help.

IBM offers a number of training options that can be discussed at contract negotiation.

General hardware/software requirements for the COPLINK solution are available, however, our
offering presumes that WASPC will be make use of IBM's Software as a Service on the NLETS
hosted cloud. Thus, WASPC need not supply or maintain hardware or third-party software.

2.3 Add-On Components

IBM COPLINK supports Microsoft Internet Explorer v.11 and above, Microsoft Edge, Google
Chrome and Mozilla Firefox web browsers.

IBM COPLINK supports Esri ArcGIS Server. Part of the data migration process is a geo-location
service that provides GlS-coordinates if the submitted data contains the correct information. The
program includes the COPLINK Map Analyzer, which displays the data in the repository to the
user on a graphical map.

This is an ETL process which is part of the COPLINK program solution. The cost of migrating the
data from the current state repository is included in the system cost.

IBM Corparation | April 22, 2016
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Section 3 Project management description

3.1 Project Plan

IBM project delivery methodology covers all stages of a business and technology transformation
program to provide a global, integrated set of capabilities to support a complete delivery solution.

IBM has developed a comprehensive Project Management System that provides our clients with
unparalleled project management services. Our well-trained, qualified professionals are equipped
with integrated methods and tools, and are backed by IBM's broad knowledge and experience in
delivering successful projects. Our efforts have been recognized throughout our history by industry
and with awards.

Four fundamental tenets underlie IBM's approach te managing projects:

1. Project management process — The project team focuses on defining and planning to ensure
the client understands and accepts the scope, coverage and depth of the project (see Figure 1)
and it's accompanying risk factors to achieve their required business objectives.

2. Project organization and responsibilities — Members of the project team define and agree the
key project team members and their roles and responsibilities including appropriate sponsorship
so that project results are met.

3. Project phases - Work is phased to provide the opportunity to reassess risks at key points
through the project.

4. Project management system - A management system is established that will define and apply
the appropriate governing processes for all project activities (see Figure 2).

These tenets, which require early coordination between IBM and our clients, provide the basic
structure of the project and establish the roadmap for successful project completion.

To provide our teams with consistent methads for implementing project management worldwide, IBM
has developed:

*  Worldwide Project Management Method (WWPMM), which establishes and provides guidance
on the best project management practices for Defining, Planning, Delivering, and controlling a
wide variety of projects. IBM's PM Method, WWPMM now extends to support Program
Management: WWPgMM.

The goal of IBM's methods is to provide proven, repeatable means of delivering solutions that
ultimately result in successful projects and satisfied clients.

Projects and related activities are managed according to established project management principies,
documented in the Project Management Institute’s A Guide to the Project Management Body of
Knowledge and incorporated in IBM's Worldwide Project Management Method (WWPMM). WWPMM
is IBM's core project management method. [t is the one consistent project management method for
use by all project management professionals at IBM and was in response to a corporate executive
direction to establish a single, common project management method for IBM projects worldwide.

WWPMM and WWPgMM describe the way projects and programs are managed in IBM. It consists
of a number of interrelated components:

IBM Corporation | April 22, 2016.
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Practices

The project management practices group the tasks, work products and guidance needed to support
a particular area of knowledge divided into 11 different subject areas.

¢ Change Management: includes the activities, work products and associated guidance required to
manage the unforeseen changes that inevitably arise during the course of a project.

* Communications Management: includes the activities, work products and associated guidance
required to:

- Ensure the timely and appropriate collection, generation, dissemination, storage and
disposition of project infermation.

- Provide the critical links among people, ideas and information that are necessary for
success.

* Event Management: includes the activities, work products and associated guidance used to
resolve issues that arise during the course of the project, analyze particular situations, handle
compliance incidents and manage the completion of actions.

* Financial Management: includes the tasks, work products and associated guidance required to
effectively plan, track, and reconcile project budgets and financial information.

* Human Resource Management: includes the tasks, work products and associated guidance
required to effectively coordinate human resources on a project, including those needed to plan,
obtain, orient, assign, and release staff over the life of the project.

* Quality Management: includes what is required to ensure that the project satisfies the stated or
implied quality criteria for which it was undertaken. It addresses quality from the perspective of
both the management of the project and the products and services that are to be produced.

¢ Risk Management: includes the activities, work products and associated guidance required to
identify, analyze and respond to risk throughout the life of the project.

* Schedule Management: defines the work (activities) that are performed to create the work
products that comprise the project's scope. It also describes tracking progress against the plans
to execute the work.

* Scope Management: includes the activities, work products, and guidance for transforming a
business need into a clearly defined strategy for providing a solution which meets the business
need.

* Sponsor Agreement Management: includes the activities, work products and associated
guidance used to develop, negotiate, maintain and, finally, close the agreement with the
sponsor. It also covers managing the acceptance of the deliverables, including the correction of
defects.

* Supplier Management: includes the activities, work products and associated guidance used to
acquire goods and services from outside the delivery organization.

The program management practices group the tasks, work products and guidance needed to
support a particular area of knowledge divided into 4 different subject areas:

* Benefits Management: describes the process, activities, techniques and work products used to
manage program benefits.

IBM Corporation | April 22, 2016
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* Program Governance: describes the process, activities, techniques and work products used to
establish and maintain program governance.

* Stakeholder Engagement: describes the process, activities, techniques and work products used
to engage stakeholders, manage reldtionships and communication.

* Strategy Alignment: describes the process, activities, techniques and work products used by a
program to ensure it meets the program's strategic objectives.

Activities

The project management activities arrange the tasks defined in the PM practices into a series of
executable steps designed to meet particular project management goals or in response to particular
project management situations.

1. Defining: Gain a thorough understanding of the sponsor's business needs, and outline what will
be delivered to meet those needs, and an approach for how to deliver it. Also includes, defining
the context and setting objectives of the project.

Initiating: Confirm the current scope and kick-off the associated work effort.

2. Planning: Outline plans describing the means that will be necessary to carry out an iteration,
phase, sub-project or project.

3. Starting/Developing: Expand the project plans to an operational level and get project execution
underway.

4. Delivering: Perform the project work, such as, refining the plan for the next set of planned work,
accepting deliverables from the supplier, handing off deliverables to the sponsor, and assessing
the accomplishments of the project to date.

* Perform Project Work: This activity is a placeholder for the actual work to be done to deliver
the project. The content for this work comes from the technical methods.

* Accepting Deliveries: Receive, validate and accept deliverables from suppliers.

* Handling Deliveries: Ensure that deliverables are ready, and track their release through
formal acceptance.

* Confirming: Assess the accomplishments of the project in regards to strategic milestones or
checkpoints. Discuss with the sponsor and make any necessary adjustments or refinements
to the project/program tactical plans to align with any potential adjustments in the sponsor’s
business or IT strategies.

*  Monitoring: Perform any on-going work necessary to track and report on progress, as well as
make periodic updates to key measures of project health.

* Handling Exceptions: The activities in this group are intended to resolve exceptions that will
occur during the life of the project. These activities respond to unplanned project events,
therefore cannot be scheduled in advance.

5. Closing: Perform the necessary tasks to properly close out a project phase or the project itself.

* The program management activities arrange the tasks defined in the program practices into
a series of executable steps designed to meet particular program management goals or in
response to particular program management situations. The program management extends
WWPMM activities to include.
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* Handling Transition: This activity encompasses the development and management of a
transition plan to ensure that program components are transitioned to ongoing/operational
functions and/or new programs to ensure the achieved benefits continue to be realized.

* Sustaining Benefits: This activity monitors and provides ongoing support after transition of
program cornponents to ensure that intended benefits continue to be realized until such time
as that support ends.

Work Products

Project management work products are the verifiable outcomes that are used to manage projects
and programs.

* Templates for the PM System

* The project management system is the way in which a particular project is managed. ltis
documented as a collection of plans and procedures that direct ail project management activity,
and records that provide evidence of their implementation.

IBM uses WWPMM to estimate, plan and manage application development projects. The key
activities involved with this process include:

* Defining, planning and estimating each aspect of the project,

* Organizing, controlling and managing muitiple types of projects (standalone, cross-functional,
and matrix-based);

* Delivering projects in a common fashion across all platforms;
* Capturing, tracking and reporting performance-based information;
* Managing exceptions including risks, issues, changes and dependencies;

* Communicating, on an en-going basis, with constituencies that are involved in the project, and
reporting status and issues to the client's executive management; and

* Analyzing the project after implementation to verify that standard processes have been followed
and identifying process improvement activities for future projects,

These key activities are supported by tools and technigues for project planning, work plan
generation, estimating costs and schedules, time tracking and status reporting.

IBM's approach also incorporates a quality and client focus, assuring that project managers deliver
quality on their respective projects. IBM’s approach to project management provides for the
following:

* Confirming and clarifying client involvement

* Managing client expectations

* Calculating, analyzing and reporting the key performance indicators for projects
* Assuring client acceptance of deliverables

*  Measuring client satisfaction

* Reporting benefits that are realized at project compietion

IBM's management team is responsible to verify that any solution project follows the methodology
and related processes consistently. In addition, IBM's Software Quality Assurance process verifies

IBM Corporation | Apnt 22, 2016
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that WWPMM is followed throughout the life cycle of a project through a variety of reviews
appropriate to the size and complexity of the project. The work activities and products within the
Execution and Control phase verify that project plans are tracked and the project status is reviewed
with the appropriate project sponsors on an appropriate schedule. The use of formal status reports
and meetings with the project sponsors provides for a clear understanding of the project status and
the opportunity to review any required risk avoidance or remediation steps.

We work iteratively as a team until we can complete the project successfully and satisfactorily
through the Closing Phase including all work products and documentation and acceptance.

Therefore, tasks and project schedule are as follows in hours and are roughly estimated at this time
and will be confirmed upon negotiation and further discussion and discovery with the WASPC
Project Team.

Starting/Initiating/ Planning 140 hours

Designing/ Developing 1280 hours
Testing/ UAT 200 hours
Deployment & Integration 280 hours
Training & Documentation 456 hours
‘Closing & Go Live 80 hours

3.2 Project Schedule

The Estimated Project Schedule is included in a Gantt chart below. This is estimated only, as we will
need to work with WASPC in an “Initiation/Planning Phase” as described above in the Project
Process and Methodology to review and confirm the requirements and scope. From there we can
confirm the schedule and work breakdown tasks (WBS) and schedule accordingly.

Below provides a rough estimate of how we might proceed:

IBM Corporation | April 22, 2016
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Task [Task Name Duration Start Finish Predecessors
Mode | i
-y Phasa 1 - Project Initiation & Planning 21 days Mon 6/6/16 Tue 7/5/16
'-3 Contract Signed 1 day Mon 6/6/16 Tue 6/7/16
--.; Client Scope Questionnaire & Sampla Documentat 1 day Tue 6/7/16 Wed 6/8/16 2
g, Provide customer questionnaires regarding 1 day Tue 6/7/16 Woed 6/8/16
| project requirements
i-l Request sample reports 1day Tue 6/7/16 Wed 6/8/16
- Request customization requirements 1day Tue 6/7/16 Wed 6/8/16
I'.'. Request customer network infrastructure and  1day Tue 6/7/16 Wed 6/8/16
connectivity information
-y Schedule Kick Off Meeting 1day Tue 6/7/16 Wed 6/8/16
'-.'., Project Meeting Kickoff and Planning Session 1day Wed 6/8/16 Thu 6/9/16 3
-'$ Review Architecture and Requirements - Team 3 days Mon 6/6/16 Thu 6/9/16
:-; Draft Solution Design Documentation Sdays Thu 6/9/16 Thu6/16/16 10
g Submit Draft Design to Client for Review and Feedb 1 day Thu 6/16/16 Fri 6/17/16 11
I..'.. Revise and Complete Solution and Design Sdays Fri6/17/16 Fri 6/24/16 12
Dacumentation
[ ] Customer Acceptance Design Documentation 2 days Fri6/24/16 Tue 6/28/16 13
I-: Complete Project Plan & Schedule S5 days Tue 6/28/16 Tue 7/5/16 14
T-.. Phase 2 - Solution Build Configuration 222 days Tue 7/5/16 Thu5/11/17
[ COPLINK Node Deployment, Configuration and 10 days Tue 7/5/16 Tue 7/19/16 15
| Testing
g, Data Migrator 2days Tue 7/19/16 Thu 7/21/16 17
:Lq DePI°Y Intel Lead 5 da_v_s Thu 7/21/16 Thu 7/28/16 18
[Task Task Name Duration Start Firush Predecessors
Mode = '
-y Customization Development of Intel Lead/COPLINK 60 days Thu 7/28/16 Thu 10/20/16 19
Input Screens
!'.'. Integrate and Load Historical Data 15 days Thu 10/20/1¢Thu 11/10/16 20
!Q Batch Update Database 60 days Thu 11/10/1¢Thu 2/2/17 21
!-',. Deploy Cognos S days Thu 2/2/17 Thu 2/9/17 22
Iq Design Custom Reports (based on 4 complex report 30 days Thu 2/9/17 Thu3/23/17 23
:-‘:. Model & Build Reports (based on 4 complex report: 35 days Thu 3/23/17 Thu 5/11/17 24
- Phase 3 - Testing 25 days Thu 5/11/17 Thu 6/15/17 25
- Test COPLINK Set up & Deployment 5 days Thu 5/11/17 Thu 5/18/17 22
r-.i Test Intel Lead 10 days Thu 5/11/17 Thu 5/25/17 25
- Test Cognos Reports 5 days Thu 5/11/17 Thu 5/18/17 25
;-.". Phase 4 - Integrate Solution Components 20 days Thu 5/18/17 Thu 6/15/17 29
- Implement COGNOS Views In live DB 10 days Thu 5/18/17 Thu 6/1/17 29
;-'.; Recreate the data connection within COGNOS 5 days Thu 6/1/17 Thu 6/8/17 31
- Retest all Reports 5 days Thu 6/8/17 Thu 6/15/17 32
:-.', Phase 5 - Training & Documentation 41 days Thu 6/15/17 Fri 8/11/17 33
- COPLINK Training [3 days) x 2 6 days Thu 6/15/17 Fri6/23/17 33
- Cogros Report Training 1 day Thu 6/15/17 Fri6/16/17 33
-'-.'. Information Exchange; Documentation 10 days Frief23/17 Fri7/7/17 15,36
-'3. User Acceptance Testing (UAT) Final Test 15 days Fri7/7/37  Fri7/28/17 a7
'-.. Phase 6 - Closing & Go Live 10 days Fri7/28/17 Fri8f11/17 38
- Project Closing Documentation & Acceptance 10 days Fri 7/28/17 Fri 8/11/17 38
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3.3 Roles and Responsibilities

; WASPC Personnel ||r Description e P P, B ' _' | Estimateon
Role i : ; ' '_ b Prcuect

Key Business Busmess Decision Makers - responsnble to sign Contract 50%
Stakeholders Purchase orders. Change Orders, assign personnel to various

roles, responsible to business owners. Some of these signing
authority tasks, such as Change orders may be assigned to
PM, but only through effective communication plans with
business owners and with effective plans in place for review.

Project Manager Project Manager is responsible for overseeing the 100%
implementation of the project from start to finish and will
communicate with IBM PM throughout the project and be
responsible for all communications to your business
stakeholders. S/hme will coordinate and facititate all discussions,
technical or otherwise.

Technical Lead Will be the lead for all technical discussion and references for 75%
any IT or technical decisions on the project.

Trainers Trainer the Trainer leaders to leam the system and then be 25%
able to teach the user community how to the use system
effectively afier IBM deploys the system going forward.

User Testers Testers available that will work with trainers and |IBM staff to 25%
learn the solution during training and then test the end-to-end
solution for acceptance testing and advise any issues as well
as iterative provide resolutlon feedback and complellon

IBM Per;oﬁnél R.b.lt.z . Descnptton ll Estlmaté-ﬁl; :

PrOJect Manager Prcuect Manager is responsible for overseeing the 100%
implementation of the project from start to finish. S/he will
coordinate and facilitate all discussions, technical or otherwise.
Your IBM PM will be your point of contact in all matters, and
where necessary will engage other IBM resources to assist
with answering questions or taking action to resolve any
project issues. PM will be point of contact for all business
issues for the project, including communications, invoicing,
and change control and risk management throughout each
phase of the project.

Delivery Manager Is an escalation resource for the project as necessary and As required
helps to manage the technical resources for the project. The
DM is an additional resource and assists the PM with any
issues or requirements with team members and skills
assessments to ensure the project is resourced effectively to
be successful.

Solution Architect The solution architect will assist the team in ensuring the Start 25% and as
requirements are understood and defined in an effective and required.
complete design document that is fully understood. He/she will
be able to create the necessary documents that the team will
need to create the solution to develop and implement the
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Use or disclosure of data contained on this page is subject to the restriction on the last page of this document. 20



O

Washington Association of Sheriffs & Police Chiefs (WASPC) | (NIBRS) State Repository Replacement | RFP CJIS-2016-01

solution. This role is integral to the overall effectiveness of the
solution,

Technical Lead

A Technical Lead is a senior consultant who assists the
Project Manager with technical questions. The Technical Lead
for your project is also aware of any technical business rules
that may apply to your project. He or she will also be intimate
with every aspect of the technical solution and design and
communicates with the team to ensure that any questions are
addressed quickly and efficiently and can communicate these
to the project manager and the stakeholders to ensure rapid
risk mitigation as necessary.

50% of time but
throughout the
life cycle of the
project.

Data Integration
Analyst (DIA)

Each data source {(RMS, CAD, Mug.) provided by your agency
is assigned a Data Integration Analyst Engineer (DIA). DIA’s
analyze, map, and migrate an agency's data source into
internal COPLINK databases for testing and verification
purposes. Before inserting your data into the live environment,
the DIA will also conduct thorough testing and verification of
the refresh/ synchronization mechanism of your dala source,
All communication between the DIAE and the agency is
facilitated through the Project Manager.

There could be a number of DIA/ Cansultants based on the
number of integration sources on the project.

100%

Production Systems
Administrator (PSA)

The Production Systems Administrator deploys software, and
ensures that all the licenses are deployed correctly and
configured on the correct machines and connected as
expected. He'll work closely with your iT departments to gain
access to the necessary machines, hardware or VMs to
configure and deploy and connect as necessary all the various
components so that the engineers can gain access to begin
development. He'll assist in any configurations as necessary to
ensure all configurations work as expected through test and
Go Live.

25%
Implementation
and as
Necessary

Production Support
Engineer (PSE)

Each client is assigned a PSE Installation Engineer to assist
the Agency configure network communications and
installations between all the various configurations, VPN, VMs
etc. This is the role of the PSE.

25% for
Implementation
Phase 3 Only

QA

Quality Assurance / Testers will wark to test the mapping and
integration in our internal systems prior to implementation and
testing with the client system and daing any UAT. This will
allow us to do some iterative testing and bug fixes intemally.

50% on the latter
half of the
project.

Trainers

Trainers will be engaged to facilitate Training Classes as
described in the Training Plan attached further in this
document.

As required.
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3.4 Project Change Control

* A Project Change Request (PCR) will be the vehicle for communicating change. The PCR must
describe the change, the rationale for the change and the effect the change will have on the
project.

* The designated Project Manager of the requesting party will review the proposed change and
determine whether to submit the request to the other party.

* Both Project Managers wiil review the proposed change and agree to implement it, recommend it
for further investigation, or reject it.

*  |BM will specify any charges for such investigation. A PCR must be signed by authorized
representatives from both parties to authorize investigation of the recommended changes. IBM
will invoice you for any such charges per the terms of the project and the Agreement. The
investigation will determine the effect that the implementation of the PCR will have on price,
schedule and other terms and conditions of the Agreement.

* A PCR must be accepted by authorized representatives from both parties to autharize
implementation of any agreed changes to the SOW and the Agreement. Until a change is agreed
to, both parties will continue to act in accordance with the |atest agreed version of the project
plan

* A PCR that has been signed by authorized representatives from both parties constitutes a
change authorization for purposes of this SOW and the Agreement.

* IBM Project Manager will keep a PCR Control Log as part of the Project Tracking and Reporting,
and make updates to other affected project documents, such as the Project Plan, Requirements
Document, etc., to incorporate the approved changes.

The Change Management Process
Identity .I Select an .

Change ) Allernalive
57 ¥

Clarry
Scope Price

iz
Estimate Note W:w
ComplexityfPrice |funds this rave
of Investigating |'"vvuesten? N No
Yes

Document and
Communicate [~ g Issuoers: h:nge
er

} Yos =

A
Requiarnents Upgrade
) Idantify Cost
File e Appropriate
Impacis Sechadule Documents
x

Evaluate *

Costs Implesment
and Benes
¥

Docyment and |
Communicate

S “S—

“Inferface with suppher, who executes File
a ehange control process

IBM Corporation | April 22, 2016
Use or disclosure of data contained on this page is subject lo the restriction on the last page of this document. 22




Washington Assaociation of Sheriffs & Police Chiefs (WASPC) | (NIBRS) State Repository Replacement | RFP CJIS-2016-01

(-\ 3.5 Testing

IBM has extensive quality assurance testing processes that will ensure that the program
components are operating correctly. The program will operate on a hosted system (SaaS)
and IBM has existing processes to manage these services.

IBM will support the aceeptance testing by WASPC

IBM will work with WASPC to gain FBI certification.

3.6 System Maintenance and Support

IBM Subscription and Support includes the ability to request support either by phone or

O electronically. The process is governed by the IBM Passport Advantage agreement, where WASPC
would name a Primary Contact, a Technical Contact and an Administrative Contact. Users who wish
to contact IBM Support would simply self-nominate themselves within the system and WASPC's
Contact would grant access to that individual.

The support services include a 1-800 number, electronic support, 7/24 online help and technical
resource information, skilled Level 1 to 4 resources with access to development as required. When
an incident is reported, a unique incident number is created and WASPC can follow the progress
online through secure access provided with your IBM credentials and site information. An escalation
process with access to duty managers. IBM also has a Crit/Sit process which engages executives at
senior levels. For those situations declared a Severity 1, IBM provides suppart during business
hours and non-business hours is prepared to provide weekend support assuming WASPC resources
required are also available during these times. As noted in previous sections, the IBM Software
Support Handbook includes details on the policies, procedures and resources available to our
clients.

IBM provides an 800 # for phone support that routes customers to their product support team.

* IBM posts all user guides, troubleshooting, configuration, Readmes, release notes, elc. to the
IBM Support Portal available 24/7.

* IBM utilizes Severity 1 issues via the Support Portal which comes with a guaranteed one-hour
response time 24x7 - this begins the escalation process Support team to Manager to Executive
should the need arise.

* The ILE and Coplink Support managers are always available to customers to assist in ensuring
Support requirements are met.
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*  |BM Support collaborates with customers to resolve issues no matter the severity, in the event of
a Sev. 1 — escalated processes engage. A severity 1 is defined as a 'system down’ or ‘critical
function' is offline.

* |BM Services can use our monitoring program, “RAM” to monitor all Services across the solution.

*  Product Support ‘owns' the triage and resolution status for all issues, noted within Service
Requests.

* IBM Services will schedule the installation of any new releases of upgrades or enhancements
with the client.

*  Product Support provides ongoing status within Severity 1 tickets as long as the effort to resolve
is ongoing between IBM and the customer.

*  Standard IBM Product Support operating procedure for an incident report is to issue a unique
incident number and to provide authorized technical contacts with updates until the contact
confirms that the incident has been resolved.

3.7 Training

The Train the Trainer training will be offered to selected Department users to acquire the necessary
information, skills, and proficiencies of the Software Solution to allow those users to train other
typical Department users how to use the Software Solution to its fullest potential.

COPLINK Train the Trainer
QOverview
Duration: 3 Days

Instructor-led classroom course provides public safety instructors with the background information,
instructional tools, learning activities and facilitation skills necessary to present the IBM i2 COPLINK
Detect Course. Designed with the end-learner in mind, instructors who have completed this course
are able to provide you with the knowledge and skills necessary to generate investigative leads
using IBM i2 COPLINK Detect, as well as gain a working knowledge of how to participate in law
enforcement information sharing, generate tactical leads, detect relationships among people, places,
and things.

This training will assists future instructors in acquiring a working familiarity with IBM i2 COPLINK
functions in relation to student duties. A high level of your participation is required. You will gain a
working knowledge of how to develop teaching scenarios, utilize proper teaching methods, and work
with available course resources. During training, you will develop scenarios and deliver
presentations from their own data for use in IBM i2 COPLINK Detect training. You will work with both
a fully functioning IBM i2 COPLINK Detect anonymized database and their client agency's live data.

General information
Delivery method: Instructor-led Classroom

Audience: This course is designed for Police Managers, Police Supervisors, Investigators, Officers,
Training Officers, Records Managers, and Communications Personnel responsible for training end
users in the use of IBM i2 COPLINK Detect.
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Topics: During the course the following topics will be covered:
* IBMi2 COPLINK Detect Administration

* |BMi2 COPLINK Detect User Interface and Functionality
* |BM i2 COPLINK Detect Scenaric Development

* IBMi2 COPLINK Detect Course Facilitation Techniques
Learning objectives: After completing this course, students should be able to:

* Understand the principles of information sharing and the normalization of records data.
* Discuss the basic functions of IBM i2 COPLINK Detect.

* Explain the function of each of the IBM i2 COPLINK Detect add on components.

* Understand how I1BM i2 COPLINK Detect is deployed.

* Access the application, change user settings, and set query preferences.

* Navigate the Graphical User Interface and understand screen structure.

* Construct and initiate basic queries.

* Construct and initiate basic and refined association searches.

* Have a working knowledge of the IBM i2 COPLINK Detect add-on modules Incident Analyzer,
Active Agent, and Visualizer.

* Instruct users on the function of IBM i2 COPLINK Detect and add on modules Incident Analyzer,
Active Agent, Administration and Visualizer.

* Design, develop, and present IBM i2 COPLINK scenarios and learning activities.

Prerequisites: Before taking this course, students should have a basic knowledge of:
* Basic computing concepts.
* Procedures for the management and handling of sensitive materials.

* Police regulations and investigative procedures.
Duration: 3 days

Skill level: Advanced

Overview of IBM COGNOS Business Intelligence
Recommended duration: 1 Day or 8 Hours

Overview of IBM Cognos Bl (V10.2.2) provides participants with a high level overview of the IBM
Cognos Bl suite of products and their underlying architecture. Participants will examine each Bl
component as it relates to the comprehensive Smarter Analytics solution, and will be shown a range
of resources to access additional information on each product.
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3.8 Documentation .

Both IBM program components have extensive help files and documentation that covers the
functionality of the programs.

3.9 Vendor Issues and Concerns

Not Applicable
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Section 4 Vendor section for additional
information

4.1 Qualifications and Experience

htto://www.ibm.com/annualreport/

4.2 Vendor Information
International Business Machines Corporation (IBM)
Incorporated: June 16, 1911

1 New Orchard Road
Armonk, NY 10504-1722

IBM Federal Employer ID and Tax Payer ID Number is 13-0871985.

IBM History

International Business Machines Corporation (IBM), incorporated in the State of New York on
June 16, 1911, is a widely held, publicly traded company listed on the New York Stock
Exchange. Criginally called the Computing Tabulating Recording Company (C-T-R),
manufacturing products ranging from commercial scales and industrial time recording equipment
to tabulators and punched cards, it was renamed International Business Machines Corporation
on February 14, 1924,

IBM is one of the world’s largest information technology companies operating in more than 175
countries with approximately 380,000 employees in 2015. IBM releases employee data in its
Annual Report and considers further detail of its personnel resources data proprietary and
confidential.

IBM is a publicly traded corporation.
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I1BM does not make the details of past, pending or current litigation publicly available. However,
IBM represents that there is no pending litigation that would prevent IBM from discharging its
obligations under a contract finally awarded to IBM, including all obligations related to the
provisions of IBM Products and Services thereunder. Information that does exist is in Form 10 -
K, Part |, ltem 3 - Legal Proceedings in the annual report filed with the Securities and Exchange
Commission. Please refer to the following website for more information:
www.ibm.com/annualreport.

IBM has not filed for bankruptcy.

Please see Appendix B.

Please visit the following website for the IBM Annual Report and financial information:
hitp /www ibm com/annualreport

4.3 Current Customer Base and References

IBM COPLINK does not have experience in extracting data for submission to the FBI NIBRS
system. We have extensive experience in managing criminal justice information and our current
customers have over 1.5 billion sharable documents housed in various COPLINK systems in 22
states. Our COPLINK database can support NIBRS data elements with no customization
required. Our Software as a Service offering is hosted by Niets in a CJIS compliant secure
environment and is a fully managed solution, relieving WASPC of any hardware and support
costs. We believe our 20 plus years of experience dealing with a wide variety of law enforcement
data makes IBM eminently qualified to bid on this proposed solution.

IBM Caorpaoration | April 22, 2016
Use or disclosure of data contained on this page is subject 1o the restriction on the last page of this document. 28



67 ‘Juawnoop siy) jo abed 1se| 8y} uo uonouisal ay) o} 12algns s) abed s1y) Uo PaUIRIUCD EjeP JO BINSO|ISIP JO asM)

9102 'Z¢ udy | vonesodiod wal

seapl pajejal
1ayjo pue 1anpouad pasodoad ayy uo uoijewlojul Jaylny apirold 0} [esodoud J1ayy Jo uonoes syl asn o} pabeinoaus aie SIoPUaA

uoI}99g SIOPUBA

“SaulBpIng
yanpuod ‘ejep
ssaUISNg JNo 0) Bugngujuoa sauabe
anp uolewoiul oyep| sey uonippe
Jowoisng Ul wasAg ‘ease
|enuapyuod 0413w sueyodg awy ul 09266 YM \wawpedag
s} aleys sapuabe yuawaolojue Bio a6 16l ule?) sueyodg ‘aay adod
1ouues wal ViN v00Z | S1osN 099 |  me| s jo uapelBajy) | SUBNOTSDIUIES] -G29-60G | Preydly | UOHEW M OOLL sueyodg
“SBullRpIng
19npuon
$saulsng Jno 0
anp uolewIojU -foysodas
Jawoisnd BIEP HNITJOJ E Oy
|enuapyuod s1asn | sapuabe juswsaalojus uuIng YELLO YIN
SI) aJeys pazuoyine Me)| S)IasNYIeSSew SWEewrsEls 1S2€ owsag | ‘pieuiep vang adljod aels
JouueD NE| ViN 5002 |udy Sps's St jo voneuBiaiy | DLLRBIOLIEH -LGt-8.6 °3 M uoy 2l | siasnyoessey
‘SaUNBPING
19npuo)
§SaUISNg JNo o) "ESJE UBMOdOIIBW
anp uolewIO SUBBH() Map Jojeaib
Jowoisna auy) u| SWIBISAS Blep 85002 juawpedag
|[enuapyuod Aouabe juswasious v ‘Aaniey 14 sjuays
Siyy aJeys me) ajesedas wos0sd ocss | enoibiewy | wis g Bpig Adx3 ysuey
louves wal VYN | 600Z foquedeq | SIBSRGLE'E uaaas Jo vonesbaju) | TEOP ENOIGIEW -E9E-P0S epeq | ueqisem ££Z1 uossayar

{payisen
jou

# YIN) 184
AqQ payies paHe)s Jsguinu apoa

1802 sem || uonejuswe|du) ‘§138N ssaippe | auoyde|a) sweu || diz/Anoyssaippe

sewxoiddy | wajsAs ajeq waysfs ajeq || jodequny | 9e8foid jo lewiwng || |IBW-8 10BIHOD Prjuag || joeuan jaeulg || awepn Aouaby

LO-9102-SIrD d4d | wswaoeiday soday alels (SHSIN) | (D4SVYM) SIBIYD 221104 B SYLBYS JO UOHEID0SSY O] A



Washington Association of Sheriffs & Police Chiefs (WASPC) | (NIBRS) Slate Repository Replacement | RFP CJIS-2016-01

Section 5 Pricing section
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5.4 Maintenance and Support
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5.10 General Liability Insurance

Tha Vendor must secure and maintain nsurance and bond coverage acceptaoie to WASPC Tne
insurance must b2 1ssued by companies, which ara duly licensed admitied. with a Bestrating of A’
and authorizad to do business in the stale of Washington and Vendor must provide the necessary
evidenca to substantiate thesa critena. Copies of the raquisite proof of coverage must be provided to
WASPC within five (5) business days after contract axscuton and must ramainin farce dunng the
lifz of the Contract. The prooi of insurance must reflact whethar the required bmis of Iadibity Ml be
offset by prior clam payments provide svidsnce that th2 propzr endorsements have te2n 1ssusd to
the policy, and provide that the insurance carrier must notfy YWASPC upon the poiicy's cancellation
of materat changes

Notarthstanding any othzr raguirament of this Section. WASPC reserves the nignt to cons der
reasonable alternative meathods of insunng tha Contract in isu of the above-siatzed general bability
insurance. Respondent nas sole responsibiiity for recommending to WASPC alternaty2 matnods of
insuring the Contract. Any alternati/ss proposad by a raspondsnt Must DE aCCOMpPan 2d oy a
datalled explanaton regarding respondant’s inabiiity to obta i insurance coverage as dascribed
abova. WASPC rasarves tha rignt, in its soi2 discreton to datarmine the adaquacy of any substituts
form of insurance covarage.

WASPC shall oe named as an Additional Insured in gach reqursd insurance contract The required
insurance contrast must remain in effect throughout the term of the Contract Work undar the
Contract will not begim until aftar Vandor has submitted, in a tmsly manner, 2nidence of the requirsd
insurance coverage 10 a form acceptable to WASPC.  Notwithstanding any other provision of this
RFP, fallurs to tmaly subrut acceptabls svidence of the requirad covarags may be consderad a
breach of the Contract in which case WASPC may aval iself of all ramadies in aquity or at law for
such braach. Without himitation on the foragaing. upon failure to submii the insurance contract on a
timaly basis WASPC reserves the right. in its sole discration. to immedsateiy revoke the award.

IBM maintains a corporate Global Risk and Insurance Management program that is designed protect
IBM against losses wherever IBM does business throughout the world. We are confident that we can
meet requirements for insurance coverage which are acceptable to WASPC.

IBM Corpaoration | April 22, 2016
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Appendix A Supplemental and Collateral
Material

N/A

IBM Corporation | April 22, 2016
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Appendix B Vendor financial qualifications
and annual reports

Five-Year Comparison of Selected Financial Data

or. ‘ n Jec I 013 201:
Revenue $81,741 | $92,793 $ 98,367 $102,874 $105,056
Income from conlinuing operations | $ 13,364 | 15,751 16,881 16,999 16,108
Loss from discontinued operations, | & (174) (3.729) {398) {395) (253)
net of tax
Net income $13,190 | 12,022 16,483 16,604 15,855
Operating (non-GAAP) earnings* $ 14,659 | 16,702 18,356 18,022 16,571
Earnings/(loss) per share of |
common stock:
Assuming dilution
Continuing operations $13.60 15.59 15.30 14.71 13.27
Discontinued operations $(0.18) {(3.69) {0.36) {0.34) (0.21)
Total $13.42 $11.90 $14.94 $14.37 $13.06
Basic:
Continuing operations $13.66 15.68 15.42 14.88 13.46
Discontinued operations $(0.18) (3.71) (0.36) (0.35) {0.21)
Total $1348 $11.97 $15.06 $14.53 $13.25
Diluted operating (non-GAAP)* $14.92 16.53 16.64 15.60 13.65
Cash dividends paid on common % 4,897 4,265 4,058 3,773 3,473
stock
Per share of common stock 5.00 4.25 3.70 3.30 2.90
Investment in property, plant and $ 3,579 3,740 3,623 4,082 4,108
equipment
Return on IBM stockholders’ equity | 101.1% 72.5% 83.8% 81.6% 71.2%
AT DECEMBER 31 7 aus T[200 (2013
Total assets $110,495 | $117,271* | $125,641*"

* 4+ + +
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Net investment in property, plant, $10,727 | 10,771 13,821 13,996 13,883
and equipment

Working capital $ 8,235 7,797 9,610 5,807 7,347
Total debt $39,800 | $40,722+ | $39,637+ $33,269 $31,265+
Total equity $14424 | $12,014 $ 22,929 $18,984 $20,236

* Refer to the “GAAP Reconciliation,” on pages 63 and 157 of the company's 2014 Annual Report for the reconciliation of non-GAAP
financial information for 2012 and 2011, respeclively. Also see "GAAP Reconciliation.” on pages 41 and 59 for the reconciation of
non-GAAP financial information far 2015, 2014 and 2013.

* Reclassified to reflect adoption of the FASB guidance on deferred taxes in consolidated financial statemenis. Refer to note B,
“Accounting Changes,” for additional information,

+ Reciassified to reflect adoption of the FASB guidance on debl issuance costs in consolidated financral statements. Refer to note
8. "Accounting Changes, " for additional information.

IBM Corporation | April 22, 2016
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IBM's Services are offered under the terms and conditions of the 1BM Client Relationship Agreement
{CRA).

[IBEM Rationale: The CRA:

* Enables a client to acquire hardware, software, and services from |IBM under a concise set of
base terms and conditions.

Is an ongoing relationship agreement (that remains in place until terminated by either party) for
use on this and future projects, enabling WASPC and IBM to do business together more easily.]

I1BM Corporation | April 22, 2016
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Appendix D Vendor software license
agreements

WASPC is an existing IBM Passport Advantage customer. As such, the software license agreements
under the Passport Advantage program govern the acquisition and use of the licensed software. The
attached document is the base ILPA.

IBM Corporation | April 22, 2016
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Nondisclosure Agreement

NOTE: This should be considered an example agreement; WASPC may modify this
agreement before or during contract negotiations.

* Please note that changes were made within this NDA by IBM Legal Team

In consideration of the Washington Association of Sheriffs and Police Chiefs (WASPC)
retaining the services of IBM , (Vendor) and because of the sensitivity of certain information
which may come under the care and control of Vendor, both parties agree t all information
regarding WASPC or the National Incident-Based Reporting System (NIBRS gathered
produced, or derived from or accessed as a result of the Contract (hereinaiter “Confidential
Information”) must remain confidential, subject to release only by written permission of
WASPC, and more specifically agree as follows:

1. The Confidental In ation ma ly be usad by Vendor to assist Ve 5 Contract wit
WASPC

2 Vendor will not. at any tme. use tha Confidential information in any fas m, Or manns
axceptn its capacity as a Vendor to WASPC.

3 Any exchange of Confidental information shall be nandled under the te cond f
1BM Agreement for Exchange of Confidentiai Informaton (AEC!. a ch s atta
be

[IBM Rationale: The AECI is a bilateral confidentiality agreement that allows either party to disclose
confidential information. It is an ongoing relationship agreement, so the AECI remains in place until
terminated by either party, allowing WASPC and IBM to do business together more easily on this
and future projects.]

e

Titl= Director, IBM Safer Planet

Daiz 4/22/2016
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O Attachments

Please see attachments:

Agreement for Exchange of Confidential information

Client Relationship Agreement

International Passport Advantage Agreement

O
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© International Business Machines Corperation 2015

All Rights Reserved

iBAI Carporation

Unless otherwise provided by law, the information in this proposal shall not be dupiicated. used or disclosed
i whole or in part for any purpose other than to evaluate the proposal. provided that if a contractis awarded

to IBM as a result of or in connection with the submission of this proposal, Washington Association of

Sheriffs & Police Chiefs (WASPC) shall have the right to duplicate, use or disclose the information to the
extent provided in the contract. This restriction does not limit the right of WASPC to use information
contamned in the proposal if it is obtained from another source without rastriction.

Please note that:

IBM's proposal is vahd for 120 days. unless extended in writing by 1BM

IBM's proposal is offered solely under the terms and conditions shown in Appendix C,
Appendix C, and the Nondisclosure Agreement seclion above.

The terms “partner”, “partnership ' “partnering” and simiar terms as used herein are intended
to convey a spirit in which the parties seek mutual benefit and do not mean a legal
relationship of any type, or any responsibility by one party for the other's acts. omissions or
liabilities. Any legal relationship between the parties regarding the subject matter of this
proposal will exist solely as a result of contractual arrangement. if any. that may be agreed
upon by the parties in connection with such subyect matter

"Ensure”, whether capttalized or not, shall mean to use reasonable efforts designed/intended
to ensure.

Should IBM be selected as the Apparsnt Successful Bidder 1BM looks forward to working
closely with the State to promptly finalize a contract that 1s mutually agreeable to the State
and 18M. utilizing the results of the Sample Contract terms negotialhon

The IBM home page can be found at. htip /www ibm com

IBM Corporation | April 22, 2016
Use or disclosure of data contained on this page is subject to the restriction on the last page of this document.

40




Agreement for Exchange of Confidential Information

@;

Disclosure

Information disclosed orally or not marked with a restrictive
legend must be identified as confidential at the time of
disclosure. Each disclosure of Information is subject to this
Agreement for five years following the initial date of
disclosure.

Obligations

Recipient will use Information only for the purpose for which it
was disclosed or for the benefit of Discloser, and will use
reasonable care to avoid disclosure of the Information other
than to Recipient's:

a) employees and employees of any legal entity that it
controls, controls it, or with which it is under common control,
who have a need to know. Control means to own or control,
directly or indirectly, over 50% of voting shares; or

b} subcontractors, financial and legal advisors, and then only
to those who have a need to know.

Before disclosure e any party in (a) or {b), Recipient will
have a written agreement with such party sufficient to require
that party to treat Information substantially the same as
described in this Agreement.

If required to disclose Informaticn by law or court order,
Recipient will endeaver 1o give Discloser prompt notice to
allow Discloser a reasonable opporiunity to obtain a
protective order.

Qisclaimers

iscloser provides Information without warranties of any
kind and is not liable for any damages arising out of
Recipient's use of Information disclosed under this
Agreement.

This Agreement does not require either party 1o disclose or to
receive Infermation, perform any work, or enter into any
license, business engagement or other agreement. Neither
this Agreement nor any disclosure of Information under it
creates any joint or fiduciary relationship or grants Recipient
any right or license under any trademark, copyright or patent,
now or subsequently owned or controlled by Discloser.

The receipt of Information under this Agreement does not
preclude Recipient from:

This Agreement protects confidential information (Information) while maintaining each party's ability to conduct its respeclive
usiness activities. The following lerms apply when one parly (Discloser) discloses Information to the other (Recipient).

developing, manufacturing, marketing or providing
products or services which may be compelitive with
products or services of Discloser, or entering into any
business relationship with any other party; or

2. assigning its employees in any way it may choose.

Any Information is subject to change or withdrawal without
notice.

Recipient may disclose, disseminate, and use Information
that is already in its possession without obligation of
confidentiality, developed independently, obtained from a
source other than Discloser without obligation of
confidentiality, publicly available when received or
subsequently becomes publicly available through no fault of
the Recipient, or disclosed by Discloser 1o another without
obligation of confidentiality.

General

Assignment. Neither party may assign, or otherwise transfer,
its rights or delegate its duties or obligations under this
Agreement without prior wrilten consent of the other except
as part of the divestiture of a business line where the
acquirer agrees to be bound by the terms of this Agreement.
Any attempt to do so is void.

Termination. Either party may terminate this Agreement by
providing at least one month's written notice to the other. Any
terms of this Agreement which by their nature extend beyond
its termination remain in effect until fulfilled, and apply to
respective successors and assignees.

Modification. Only a written agreement signed by both parties
can modify this Agreement.

Choice of Law. Both parties agree 1o the application of the
laws of the State of New York to govern, interpret, and
enforce all of the parties’ respective rights, duties, and
obligations arising from, or relating to, the subject of this
Agreement, without regard to conflict of law principles.
Import/Export Compliance. Each party will comply with all
applicable export and impori laws and associated embargo
and economic sanclion regulations, including those of the
United States.

This Agreement, including any applicable supplements, is the complete agreement regarding the exchange of Information, and
replaces all prior oral or written communications, representations, warranties, covenants, and commitments between Company and
IBM regarding the exchange of Information. Each party accepts the terms of this Agreement by signing this Agreement {or another
document that incorporates it by reference) by hand or electronically. Once signed, any reproduction of this Agreement or a

supplement made by reliable means is considered an original.
Agreed to: Agreed to:

<Carmnpany Full Legal Name> (“Company”) International Business Machines Corporation (“IBM”)

By By

Authorized Signature Authorized Signature

Name {lypse or print); Name {lype or print);
a7 Date: Date:
Uldentiﬁcation number: Agresment number:

Address: IBM address:

Z2125-4322-09 US 12/2014 (MK076) Global Mode! Page 1ol 1



International Passport Advantage Agreement

Under this Agreement, Client may order Eligible Products (EPs) from IBM. Details regarding EPs are provided in Attachments,
Service Descriptions, Terms of Use and Transaction Diocuments, collectively TDs. This Agreement and applicable TDs are the
complete agreement regarding transactions by which Client acquires EPs. Client Qriginating Company (also identified as the

Originating Site in the Passport Advantage Enrollment Form) and the IBM Originating Campany that accepts the Client Originating
Company's orders agree to coordinate the administration of this Agreement within their respeclive Enterprises, which includes the
set of legal entities that, by more than 50%, owns, are owned by, or are under common ownership with the Originating Company.
The Clisnt Originating Company is responsible for compliance with the terms for all Client sites assigned a Passpart Advantage
Site Number (Site(s)) under this Agreement. If there is a conlflict, a TD prevails over the terms of this Agreement.

1.
11

1.2

1.3

14

1.5

1.6

Z2125-5831-09 AUG2014

General
Acceptance of Terms

The Client Qriginating Company and therealter each ol its participating Enterprise companies accept this Agreement by
submitting an IBM International Passport Advantage Enroliment Form to IBM or Client's chosen reseller(s). This
Agreement is effective on the date IBM accepts the initial order under this Agreement (the Effective Date) and remains in
sffect until the Client Originating Company or the IBM Qriginating Company terminates it under this Agreement.

An EP is subject to this Agreement when IBM accepts Client’s order by i} sending an invoice or a Proof of Entitlement
(PoE) including the level of authorized use, ii) making the Program or IBM Saa$ available, iii) shipping the Appliance, or
iv} providing the support, service, or solution.

Changes to Agreement Terms

Because this Agreement may apply to many future orders, IBM reserves the right to modify it by providing Client at least
three months' written notice. Changes are not retroactive; they apply, as of the effective date, only to new orders and
renewals. Client accepls changes by placing new orders after the change effective dale or allowing transaclions to renew
after receipt of the change notice. Except as otherwise provided in this Agreement, all changes must be in writing,
signed by both parties.

Payment and Taxes

Client agrees to pay all applicable charges specified by IBM, charges for use in excess of authorizations, any customs or
other duty, lax, levy, or fee imposed by any authority resulting from Client's acquisitions under this Agreement, and any

late payment fees. Amounts are due upon receipt of the invoice and payable within 30 days of the invoice dale to an

account specified by IBM. Prepaid services must be used within the applicable period. |BM does not give credits or
refunds for any prepaid, one-time charges, or other charges already due or paid.

Client agrees to: i) pay withholding tax directly 1o the appropriate government entity where required by law; ii} furnish a
tax certificate evidencing such payment to IBM; iii) pay IBM only the net proceeds after tax; and iv} fully cooperate with
IBM in seeking a waiver or reduction of such taxes and promptly complete and file all relevant documents.

IBM Business Partners and Resellers

IBM Business Pariners and resellers are independent from IBM and unilaterally determine their prices and terms. IBM is
not responsible for their actions, cmissions, statements, or offerings.

Liability and Indemnity

IBM's entire liability for all claims related to this Agreement will not exceed any actual direct damages incurred
by Client up to the amounts paid (if recurring charges, up to 12 months’ charges apply) for the product or
service that is the subject of the claim, regardless of the basis of the claim. This limit applies collectively to IBM,
its subsidiaries, contractors, and suppliers. 1BM will not be liable for special, incidental, exemplary, indirect, or
economic consequential damages, or lost profits, business, revenue, goodwill, or anticipated savings.

The following amounls, if a party is legally liable for them, are not subject to the above cap: i) third party payments
referred to in the paragraph below; i) damages for body injury (including death); and iii} damages to real property and
langible personal property; and iv) damages that cannot be limited under applicable law.

If a third party asserls a claim against Client that an IBM Product acquired under this Agreement infringes a patent or
copyright, IBM will defend Client against that claim and pay amounts finally awarded by a court against Client or included

in a settlement approved by |BM, provided that Client promptly (i) notifies IBM in writing of the claim, (i) supplies

information requested by IBM, and {iii) allows 1BM to cantrol, and reasonably cooperates in, the defense and settlement,
including mitigation efforts.

IBM has no responsibility for claims based, in whole or part, on Non-IBM Products, iterns not provided by IBM, or any
violation of law or third party rights caused by Client’s content, malerials, designs, specifications, or use of a non-current
varsion or release of an IBM Product when an infringement claim could have heen avoided by using a current version or
release. Each Non-1BM Program is governed by the terms of the third party end user license agreement that

accompanies it. IBM is not a party to the third parly end user license agreement and assumes no obligations under it.

General Principles

Parties will not disclose confidential information without a separale, signed confidentiality agreement. If confidential
information is exchanged, the confidentiality agreement is incorporated into, and subject to, this Agreement.
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IBM is an independent contractor, not Client's agent, joint venturer, partner, or fiduciary, and does not undertake to
perform any of Client's regulatory obligations, or assume any responsibility for Client’s business or operations. Each
party determines the assignment of its personnel and contractors, their direction, control, and compensation.

Client is responsible for obtaining all necessary permissions o use, provide, store and process content in any services,
maintenance, or support, and granis IBM permission to do the same. Some of Client's content may be subject lo

governmental regulation or may require security measures bayond those specified by IBM for an offering. Client will not
input or provide such content unless IBM has first agreed in writing to implement additional required security measures.

Client is responsible to pay communications charges associated with accessing SaaS, Appliance Services, IEM Software
Subscription and Support, and Select Support unless IBM specifies otherwise in writing.

IBM and its subcontractors may process the business contact information of Client, its employees and conlractors
worldwide for our business relationship, and Client has obtained the necessary consents. IBM will comply with requests
to access, update, or delete such contact information. IBM may use personnel and resources in locations worldwide and
third party suppliers to support the delivery of products and services.

Neither party may assign this Agreement, in whole or in part, without the prior written consent of the other. EPs are for
use within Client's Enterprise only, and may not be assigned, resold, rented, leased, or transferred to third parties. Any
attempt to do so is void. Lease-back financing of Appliances is permitted. Assignment of IBM rights to receive paymenis
and by IBM in conjunction with the sale of the portion of IBM's business that includes the product or service is not
restricted.

All notices under this Agreement must be in wriling and sent to the address below, unless a party designales in writing a
different address. The parties consent to use electronic means and facsimile fransmissions for communications as a
signed writing. Any reproduction of this Agreement made by reliable means is considered an original. This Agreement
supersedes any course of dealing, discussions or representalions between the parties.

No right or cause of aclion for any third party is created by this Agreement or any transaction under it. Neither party will
bring a legal action arising out of or related to this Agreement more than two years after the cause of action arose.
Neither party is responsible for failure 1o fulfill its non-monetary obligations due to causes beyond its control. Each party
wilf allow the other reasonable opportunity to comply before it claims the other has not met its cbligations. Where
approval, acceplance, consent, access, cooperation or similar action by either parly is required, such action will not be
unreasonably delayed or withheld.

Governing Laws and Geographic Scope

Each party is responsible for complying with: i} laws and regulations applicable lo its business and content, and ii) import,
export and economic sanction laws and regulations, including those of the United Stales that prohibit or restrict the
export, re-export, or transfer of products, technology, services or data, directly or indirectly, to or for certain countries,
end uses or end users. Client is responsible for its use of IBM and Non-1BM Products.

Both parties agree lo the applicalion of the laws of the country where the Iransaction is performed (or for services, the
laws of the country of Client's business address) to this Agreement, without regard to conilict of law principles. The rights
and obligations of each party are valid only in the country where the transaction is performed or, if IBM agrees, the
country where the product is placed in productive use, except all licenses are valid as specifically granted. If any
provision is invalid or unenforceable, the remaining provisions remain in full force and effect. Nothing in this Agreement
affects statutory rights of consumers that cannot be waived or limited by coniract. The United Nations Convention on
Contracts for the International Sale of Goods does not apply to transactions under this Agreement.

Agreement Termination

After expiration or termination of its obligations under this Agreement, the Client Originating Company may terminate this
Agreement without cause on one month's notice lo the 1BM Originating Company, and the IBM Originating Company
may terminate this Agreement on three months’ notice to the Customer Qriginating Company.

If Client acquired or renewed IBM Software Subscription and Support, Selected Support, IBM Saa$, or if Client acquired
or renewed a Program’s license prior to the notice of termination, IBM may either continue 1o provide such services or
allow Client to use the Program for the remainder of the current term(s), or give Client a prorated refund.

The Client Originating Company will be considered to have terminated this Agreement if neither it nor any of its
participating Enterprise companies have placed orders for EPs for 24 consecutive months nor have Software
Subscription and Support or Selected Support in effect, nor have any oulstanding quotes for EPs.

Either of us may lerminate this Agreement if the other does not comply with any of its terms, provided the one not
complying is given writlen notice and reasonable time to comply.

Client agrees to promptly discontinue use of and destroy all of Client's copies of a Program upon termination of a license
grant.

Any terms that by their nalure extend beyond termination remain in effect until fulfilled, and apply to respeclive
successors and assignees.

Eligible Products

IBM determines EPs, and assigns each EP a point value. IBM can add or withdraw EPs (including in CEO Product
Categories), change PA point values, or add or withdraw a license metric for an EP at any time. EPs may not be used ta
provide commercial hosting or other commercial information technology services to third parties.

Z125-5831-08 AUG2014 Page 2 of 3
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1.13

1.14

Z125-5831-09 AUG2014

For an EP, IBM may withdraw a Fixed Term license, IBM Software Subscription and Support, and Sefect Support,
Monthly Licensing (ML) in its entirety, or a Saa$ or an Appliance Service in its entirety (collectively Options) on 12
months’ written nolice to all then current Clients by published announcement, letter, or e-mail.

If IBM withdraws an Option, Client understands that as of the effective date of such withdrawal, Client may not increase
its level of use beyond the authorizations already acquired without IBM's written consent, renew or purchase that Option;

and if Client renewed the Option prior to the notice of withdrawal, Client may either (a) conlinue to use/receive that

Option unti! the end of the then current term or (b} cbtain a prorated refund.

Renewal

The term for a Fixed Term License, Token License, IBM Software Subscription and Support, Selected Support or
Appliance Services automatically renews at then current charges, uniess Client provides written notice of
termination prior to expiration of the term.

IBM may pro-rale charges for IBM Software Subscription and Support, Selected Support, Fixed Term Licenses of six
months or more, and Appliance Services to align with Client’'s PA Anniversary.

To reinstate any expired Software Subscription and Support coverage, Selected Support, a Fixed Term License or
Appliance Services, Client may not renew and must acquire Software Subscription and Support Reinstatement, Selected
Support Reinstatement, Appliance Services Reinstatement or a new initial Fixed Term License.

For an ML, Client selects a renewal opticon at the time of order.
Relationship Suggested Volume Price (RSVP) Level and Suggested Volume Pricing (SVP)

An RSVP level is determined by aggregating points for all EPs ordered during Client's Term (described below). The point
value of Client's initial EP order determines Client'’s initial RSVP level. Client may attain a higher RSVP Level by placing
additional EP orders. The higher RSVP level will apply to orders placed after the higher RSVP level is aitained. An SVP
level is also calculated for each order, and is based on the paint value for that order. If the SVP level for a particular
order is higher than Client’'s current RSVRP level, the SVP level will apply to that order.

The initial Term commences with Client's first order after enrollment and continues until the last day of the twelfth full
month thereafter (i.e., the initial PA term inciudes 12 full months, plus if the order was not placed on the first day of a
month, the remainder of the first month). On the first day of the month following the end of the prior Term (the
Anniversary), the next 12 month Term begins. For each Term after the initial Term, Clienl's RSVP Level is reset on the
Anniversary, based on EP acquired by all participating Client Sites during the prior Term. The RSVP Level lor a new
Term will not be lowered by more than one level below Client's RSVP level at the end of the prior Term.

RSVP/SVP Level Table:

RSVP/SVP Level BL D E F G H

Points <500 500 1,000 2,500 5,000 10,000

Compliance Verification

Client will i) maintain, and provide upon request, records and syslem tools output, and access to Client's premises, as
reasonably necessary for IBM and its independent auditor to verify Client's compliance with this Agreement, including
Machine Code and Program licenses and metrics, such as sub-capacity usage, and ii) promptly order any required
entitlements and pay addilional charges at IBM's then current rates, (including uses in excess of Client's authorizations
or entitlements, and associated IBM Subscription and Support and Selected Support), and other liabilities determined as
a result of such verification. These compliance verification obligations remain in effect during the term of this Agreement
and for two years thereafter, Client is responsible for retaining adequate records. If Client's records are inadequate to
determine 1IBM Subscription and Support or Selected Support charges, IBM's charges for any excess usage will include
two years of associated maintenance and 1BM Subscription and Support or Selected Support.

Programs in a Virtualization Environment {Sub-Capacity Licensing Terms)

EPs that meet the operating system, processor technology, and virtualization environment requirements for sub-capacity
usage may be licensed based on processor value units (PVUs) under Sub-Capacity Licensing terms (an Eligible Sub-
Capacity Product) hitp- www-01.lbm.com software passportadvantage subcaplicensing.himl. Product deployments that
cannot meet Sub-Capacity Licensing requirements must be licensed using Full Capacity terms.

PVU based licenses for Eligible Sub-Capacity Products must be acquired for the total number of PVUs associated with
the virtualization capacity available to the Eligible Sub-Capacity Product as measured al htins. www-

112.ibm.com software howtobuy passportadvaniage valueunitcalculator vucalc.wss,

Prior to an increase in an Eligible Sub-Capacily Product's virtualization capacity, Client must first acquire sufficient
licenses, including IBM Software Subscription and Support, if applicable, to cover that increase.

Client's Reporting Responsibilities

For Sub-Capacity usage of EPs, Client agrees to inslall and configure the most current version of IBM's license metric
tool (ILMT} within 80 days of Client's first Sub-Capacity based Eligible Sub-Capacity Product deployment, to promptly
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install any updates to ILMT that are made available, and to collect deployment data for each such EP. Exceptions to this
requirement are i) when ILMT does not yet provide support for the Eligible Sub-Capacity Product, ii} if Client's Enterprise
has fewer than 1,000 employees and contractors, Client is not a Service Provider (an entily that provides information
technology services for end user customers, either directly or through a reseller), and Client has not contracted with a
Service Provider lo manage Client's environment in which EPs are deployed, iii) if the total physical capacity of Client's
Enterprise servers measured on a {ull capacity basis, but licensed under Sub-Capacity terms is less than 1,000 PVUs, or
iv) when Client's servers are licensed to full capacity.

For all instances where ILMT is not used, and for all non PVU based licenses, Client is required to manually manage and
track Client’s licenses as described in the Compliance Verilication section above.

For all PVU based EP licenses, reports must contain the information in the example Audit Report available at

http:/www.ibm.com/sofiware/lotus/passporiadvaniage/subcaplicensing.html . Reporls must be prepared at least once
per quarter. Failure to generate Reports or provide Reporis to IBM will cause charging under full capacity for the total

number of physical processor cores activated and available for use on the server.

Client will assign a person in Client's organization with authority to manage and promptly resolve questions on Audit
Reports or inconsistencies between report contents, license entitlement, or ILMT configuration; and promptly place an
order with IBM or Client's IBM reseller if reports reflect EP use over Client's authorized level. IBM Soitware Subscription
and Support and Selecled Support coverage will be charged as of the date Client exceeded Client’s authorized level.

Warranties
Unless |IBM specifies otherwise, the following warranties apply only in the country of acquisition.
The warranty for an IBM Program is stated in its license agreement.

IBM warrants it provides IBM Software Subscription and Support, Selected Support and Appliance Services using
reasonable care and skill.

IBM warrants that a Machine Component of an Appliance used in its specified operating environment conforms to its
official published specifications. The warranty period for an 1IBM Machine Component of an Appliance is a fixed period
commencing on ils date of installation (also called "Warranty Start Date") specified in a TD. If a Machine Component
does not function as warranted during the warranty period and IBM is unable 1o either i} make it do so or ii) replace it with
one that is at least functionally equivalent, Client may return it to the party from whom Client acquired it for a refund.

The warranty for IBM SaaS$ is stated in its TD.

IBM does not warrant uninterrupted or error-free operation of an EP or that IBM will correct all defects or prevent
third party disruptions or unauthorized third party access to an EP. These warranties are the exclusive
warranties from IBM and replace all other warranties, including the implied warranties or conditions of
satisfactory quality, merchantability, non-infringement, and fitness for a particular purpose. IBM warranties will
not apply if there has been misuse, modification, damage not caused by IBM, failure to comply with instructions
provided by IBM, or if otherwise stated in an Attachment or TD. Non-IBM Products are sold under this
Agreement as is, without warranties of any kind. Third parties may provide their own warranties to Client.

IBM will identify IBM EPs it does net warrant.

Unless otherwise specified in an Attachment or TD, IBM provides non-IBM EPs, WITHOUT WARRANTIES OR
CONDITIONS OF ANY KIND. Third parties provide and license products and services directly to Client under their own
agreements.

Programs and IBM Software Subscription and Support

IBM Programs acquired under this Agreement are subject to IBM's International Program License Agreement IPLA,
including its LI.

A Program may include the following, including the original and all whote or partial copies: 1) machine-readable
instructions and data, 2) components, 3) audio-visual content (such as images, text, recordings, or pictures), 4} related
licensed materials, and 5) license use documents or keys, and documentation.

With the exception of certain Programs that IBM designates as platform or operating system specific, Client may use and
install Programs in any commercially available national language for any platform or operating system available from IBM
up 1o the level of Client's authorizalions.

Money-back Guarantee

The IPLA's "money-back guarantee” only applies the first time Client licenses the 1BM Program under this Agreement or
any other valid agreement. If an IBM Program license is for a Fixed Term subject to renewal or for an initial Commitment
Term, Client may obtain a refund only if Client returns the Program and its PoE within the first 30 days of this initial term.
The IPLA's “money-back guarantee” does not apply to Appliances.

Conflict between this agreement and the IPLA

If there is & conflict between the terms of this Agreement, including its Attachments and TDs, and those of the IPLA,
including its LI, the terms of this Agreement prevail. The IPLA and its LIs are available on the Internet at

http:/‘www.ibm.com/soitware/sla ,
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3.5

3.6

3.7

3.8

3.9

IBM Trade-ups and Competitive Trade-ups

Licenses for certain Programs thal replace qualifying 1BM Programs or qualifying Non-1BM Programs may be acquired for
a reduced charge. Client agrees to terminate Client's use of the replaced Programs when Client instalis the replacement
Programs. O

Monthly Licenses

Monthly License Programs (ML Programs) are IBM Programs provided to Client for a monthly license charge. Monthly
Licenses have a term that begins on the dale that Client's order is accepted by IBM and continues for a period Client
commits to pay IBM (a Commitment Term) as specified in the TD.

Fixed Term Licensing

Fixed Term Licenses have a term that begins on the date that Client's order is accepted by IBM; on the calendar day
following the expiration of a prior Fixed Term; or on the Anniversary date. A Fixed Term License is for the definile time
specified by IBMin a TD.

Token Licenses

EPs which are Eligible Token Products or ETPs are assigned a Token Value. As long as the lotal Tokens required for ali
ETPs used concurrently doas not exceed the number of Tokens authorized in Client's Po£(s}, Client may use Token(s)
for a single ETP or for a combination of ETPs.

Prior 1o exceeding current Token authorizations or using an Eligible Token Product not authorized, Client must acquire
sufficient additional Tokens and authorizations.

ETPs may contain a disabling device that will prevent them from being used after the end of the Fixed Term. Client
agrees not to tamper with this disabling device and take precautions to avoid any loss of data.

CEO Product Categories

Collections of EPs may be offered by IBM on a per user basis subjec! lo a minimum initial user quantity (a CEO Product
Category). For Client's first (primary) CEQ Product Category, Client must acquire licenses for all users in their Enterprise
who have been assigned a machine capable of accessing any Program in the CEQ Product Category. For each
additional {secondary) CEO Product Category, Client must meet the applicable minimum initial order quantity
reguirement.

Any installs of any component of a CEQ Product Category can only be made and used by or for users for whom licensas
have been obtained. All client-side Programs (used on an end user device to access a Program on a server) must be
acquired from the same CEO Product Category as the server Program they access. .

IBM Software Subscription and Support
IBM provides IBM Software Subscription and Support with each IBM Program licensed under the IPLA.

IBM Software Subscription and Support begins on the date of IBM Program acquisition and ends on the last day of the
correspanding month in the following year, unless the date of acquisition is the first day of the month, in which case
coverage ends on the last day of the month, 12 months from acquisition.

IBM Software Subscription and Support includes defect corrections, restriclions, bypasses, and any new versions,
releases, or updales IBM makes generally available.

IBM provides Client assistance for Client's i} routing, short duration instaflation and usage {how-10) questions; ii) code-
related questions (together “Support”). Consult the IBM Software Support Handbook for detalils at

http: www.ibm.com software support . Suppont for a particular version or release of an IBM Program is available only
until IBM withdraws Support for that IBM Program's version or release. When Support is withdrawn, Client must upgrade
lo a supported version or release of the IBM Program to continue to receive Support. The [BM "Software Support
Lifecycle” policy is available at http.. www.ibm.com soitware infc supporti fecycle. .

If Client elecls to continue IBM Software Subscription and Support for an IBM Program at a designated Client Site, Client
must maintain IBM Software Subscription and Support for all uses and installations of the IBM Program at that Site.

It Client requests to renew expiring IBM Software Subscription and Support at a lesser quantity ol IBM Program uses and
installations than the expiring quantity, Client must provide a report that verifies current IBM Program usage and
installation, and may be required to provide other compliance verification information.

Client shall not use IBM Software Subscription and Support benefits for IBM Programs for which Client has not fully paid
for IBM Software Subscription and Support. If Client does, Client must acquire IBM Software Subscription and Support
reinstalement sufficient to cover all such unauthorized use at then current IBM prices.

Selected Support

Selected Support may be available for (i) Non-IBM Programs or for (ii) Programs licensed under the IBM License
Agreement for Non-Warranted Programs (logether “Selected Programs”).

The IBM Soltware Subscription and Support section above applies to Selected Programs under Selected Support excep;
that 1) IBM may provide Client with assistance in designing and developing applications based on Client's subscription @
level; 2) the IBM "Software Support Lifecycle” policy does not apply; and 3) no new versions, releases or updates are
provided by 1BM.
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IBM does not pravide licenses under this Agreement for Selected Programs.
Appliances

An Appliance is an EP which is any combination of Program Components, Machine Components (MCs) and any
applicable Machine Code Components offered together as a single offering and designed for a particular function. Unless
otherwise provided, terms that apply to a Program apply to the Program Component of an Appliance. Client shall not use
an Appliance component independently of the Appliance of which it is a part

Each Appliance is manufactured from parts that may be new or used, and in some cases, an Appliance or its
replacement paris may have been previously installed. Regardless, IBM's warranty tarms apply.

For each Appliance, IBM bears the risk of loss or damage up to the lime it is delivered to the IBM-designated carrier for
shipment to Client or Client's designated location. Thereatfter, Client assumes the risk. Each Appliance will be covered by
insurance, arranged and paid for by 1BM for Client, covering the period until it is delivered to Client or Client’s designated
location. For any loss or damage, Client must i) report the loss or damage in writing to IBM within 10 business days of
delivery and ii} follow the claim procedura.

When Client acquires an Appliance directly from IBM, IBM transfers litle to a MC to Client or, it applicable, Client's lessor.
upon payment of all the amounts due except in the United States where title transfers upon shipment. For an upgrade
acquired for an Appliance, IBM reserves transfer of litle of the MC until IBM receives payment of all the amounts due and
receives all removed parts, which then become 1BM's property.

If 1BM is responsible for instailation, Client will allow installation within 30 calendar days of shipment or additional charges
may apply. Client will promptly install or allow IBM to install mandatory engineering changes. Client installs a Client-set-
up Appliance according to instructions provided with it.

A Machine Code Companent is computer instructions, fixes, replacements and related materials, such as data and
passwords relied on, provided, used with or generated by MC, that permit the operation of the MC's processors, storage
or other functionality as stated in its Specifications. Client acceptance of this Agreement includes acceptance of IBM's
Machine Code license agreements provided with the Appliance. A Machine Code Component is licensed only for use to
enable a Machine Component to function under its Specifications and only for the capacily and capability for which Client
has acquired IBM's written authorization. The Machine Code Component is copyrighted and licensed (not sold).

IBM Appliance Services

IBM provides Appliance Services for Appliances consisting of Machine maintenance and IBM Software and Support as a
single offering as furlher described in the Appliance Support Handbook at
http://www.ibm.com/software/appliance/suppor .

One year of Appliance Services, starting on the Warranty Start Date specified in a TD, is included with the purchase of
an Appliance. Thereafter, automatic renewal terms apply. All renewals will be fulfilled with Appliance Services offered at
the same level of service, if available, that Client was entitled to during that first year. Parts removed or exchanged for
upgrade, warranty service, or maintenance are 1BM property and must be returned to [BM within thirty days. A
replacement assumes the warranty or maintenance status of the replaced part. When Client returns an Appliance to
IBM, Client will remove ali features not supported under Appliance Services, securely erase all data, and ensure that it is
free of any legal restrictions that would prevent its return.

Appliance Services cover undamaged and properly maintained and installed Appliances used as authorized by IBM with
unaltered identification labels. Services do not cover alterations, accessories, supply items, consumables (such as
batteries), structural parts (such as frames and covers), or failures caused by a product for which IBM is not responsible.

IBM SaaS

IBM Software as a Service (IBM SaaS) is an EP offering IBM provides to Client remotely through the Internet providing
access to (i) functionality of Programs, {ji) infrastructure, and (iii} technicat support. IBM SaaS$ is not a Program but may
require Client to download enabling sofiware to use it.

Client acknowledges that International Business Machines Corporation and its subsidiaries do not control the transfer of
data over telecommunications facilities, including the Internel. IBM will only provide access and use of Client's
proprietary content to IBM employees and contractors as needed to deliver IBM SaaS. 1BM will not disclose Client's
proprietary content and will return or destroy it upon the expiration or cancellation of IBM SaaS. IBM will provide Client
notice of any unauthorized third party access to Client's content of which IBM becomes aware and will use reasonable
efforts to remediate identified security vulnerabilities.

Client may access and use IBM SaasS only lo the extent of authorizations acquired by Client. Client is responsible for use
of IBM Saa$S by any party who accesses the IBM Saa$S with Client's account credentials. An IBM SaaS may not be used
for unlawful, obscene, offensive or fraudulent content or activity, in any jurisdiction for any user, such as advocating or
causing harm, interfering with or violating the integrity or securily of a network or system, evading fillers, sending
unsolicited, abusive or deceplive messages, viruses or harmiul code, or violating third party rights. If there is a complaint
or notice of violation, use may be suspended until resolved, and terminated if not resolved promplly. Unless expressly
provided in a TD, Client is not authorized to use IBM Saa$ to provide hosting or limesharing services to any third party.

The terms of a specific IBM Saa$ olfering are provided in its TD and may include without limitation, definitions,
description of subscription and services, charge metrics, renewal and restrictions. TDs can be viewed at htlp.//www-
03.ibm.com/software/sla/sladb.nsiisla/saas’
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An IBM Saa$S Subscription Period begins on the date that IBM notifies Client that Client has access and ends the last day
of the month specified in the TD.

During an 1BM Saa$S Subscription Period, Client may increase Client's subscribed level of an IBM SaaS, but may only
decrease the subscribed level at the end of a Subscription Period when renewing. o

During an IBM Saa$S Subscription Period IBM provides assistance, as specified in the TD, for Client's offering-specific,
task-oriented questions regarding IBM SaaS. 1BM Saa$ technical support is available only for the currently supported
versions of IBM Saa$, Client operating systems, Internet browsers, and software. |BM technical support for Saas is
available during the normal business hours (published prime shift hours) of the 1BM Saa$S support center.

O
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International Passport Advantage Agreement - Country Required Terms (CRTS)

®

AMERICAS
Governing Laws and Geographic Scope —

Canada: the laws of the Province of Ontario.

United States, Anguilla, Antigua/Barbuda, Aruba, British Virgin Islands, Cayman Islands, Dominica, Grenada,
Guyana, Saint Kitts and Nevis, Saint Lucia, Saint Maarten, Saint Vincent and the Grenadines: the laws of the State
of New York, United States.

General -

Latin America (all countries): Client accepts the terms in Altachments and Transaction Documents by signing the
Attachments and Transaction Documents.

General —

Canada, in Province of Quebec add: Both parties agree to write this document in English. Les parties ont convenu de
rédiger le présent document en langue anglaise.

ASIA PACIFIC
Governing Laws and Geographic Scope -

Cambodia, Laos: the laws of the State of New York, United States;

Australia: the laws of the State or Territory in which the transaction is performed,;

Hong Kong SAR, Macau SAR: the laws of Hong Kong Special Administrative Region ("SAR");
Korea: the laws of the Republic of Korea;

Taiwan: the laws of Taiwan.

Governing Laws and Geographic Scope-

Cambodia, India, Laos, Philippines, Vietnam: Disputes will be finally seitled by arbitration, held in Singapore, in
accordance with the Arbitration Rules of the Singapore international Arbitration Center (“SIAC Rules”} then in effect.

Indonesia: Disputes will be finally settled by arbitration, held in Jakara, Indonesia, in accordance with the rules of the
Board of the Indonesian National Board of Arbitration {Badan Arbitrase Nasional Indonesia or “BANI") then in effect.

Malaysia: Disputes will be finally settled by arbitration held in Kuala Lumpur in accordance with the Arbitration Rules of
the Kuala Lumpur Regional Centre for Arbitration ("KLRCA Rules") then in effect.

People's Republic of China: Either parly has the right to submit the dispute to the China International Economic and
Trade Arbitration Commission in Beijing, the PRC, for arbitration in accordance with arbitration rules in force at the time.

Governing Laws and Geographic Scope
Hong Kong SAR, Macau SAR, Korea and Taiwan:

All rights and obligations are subject to the courts of the country in which the transaction is performed except that in the
countries identified below, all disputes will be brought before and subject to the exclusive jurisdiction of the following
courts of competent jurisdiction:

Hong Kong SAR, Macau SAR: the courts of Hong Kong Special Administrative Region (SAR);
Korea: the Seoul Central District Court of the Republic of Korea;

Taiwan: the courts of Taiwan.

EMEA

Appliances -

Spain, Switzerland, and Turkey: When 1BM accepts Client's order, IBM transters litle to Client or, if applicable, Client’s
lessor when the Appliance is shipped to Client or its designated location. However, IBM reserves a purchase money
security interest in the MC until IBM receives the amounis due.

Warranties — Add lo afl countries in Western Europe, after paragraph 4:

The warranty for Machines acquired in Western Europe will be valid and applicable in all Western European countries,
provided the Machines have been announced and made available in such countries. For purposes of this paragraph,
“Western Europe” means Andorra, Austria, Belgium, Bulgaria, Cyprus, Czech Republic, Denmark, Estonia, Finland,
France, Germany, Greece, Hungary, Iceland, Ireland, ltaly, Latvia, Liechtenstein, Lithuania, Luxembourg, Malta, Monaco,
Netherlands, Norway, Poland, Portugal, Romania, San Marino, Slovakia, Slovenia, Spain, Sweden, Switzerland, Uniled
Kingdom, Vatican State, and any country that subsequenily joins the European Union, from date of accession.

Liability and Indemnity

France, Germany, Malta, Portugal, Spain - the greater of €500,000
{five hundred thousand euro) or
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Ireland, UK - “up to the amounts paid” up to 125% of the amounts paid
Governing Laws and Geographic Scope -

Afbania, Armenia, Azerbaijan, Belarus, Bosnia-Herzegovina, Bulgaria, Croatia, Former Yugoslav Republic of ( )
Macedonia, Georgia, Hungary, Kazakhstan, Kyrgyzstan, Moldova, Montenegro, Romania, Serbia, Tajikistan,
Turkmenistan, Ukraine, and Uzbekistan: the laws of Austria;

Algeria, Andorra, Benin, Burkina Faso, Burundi, Cameroon, Cape Verde, Central African Republic, Chad,
Comoros, Congo Republic, Djibouti, Democratic Republic of Congo, Equatorial Guinea, French Guiana, French
Polynesia, Gabon, Guinea, Guinea-Bissau, lvory Coast, Lebanon, Madagascar, Mali, Mauritania, Mauritius,
Mayotte, Morocco, New Caledonia, Niger, Reunion, Senegal, Seychelles, Togo, Tunisia, Vanuatu, and Wallis and
Futuna: the laws of France;

Angola, Bahrain, Botswana, Egypt, Eritrea, Ethiopia, Gambia, Ghana, Jordan, Kenya, Kuwait, Liberia, Malawi,
Malta, Mozambique, Nigeria, Oman, Pakistan, Qatar, Rwanda, Sao Tome and Principe, Saudi Arabia, Sierra
Leone, Somalia, Tanzania, Uganda, United Arab Emirates, the United Kingdom, West Bank/Gaza, Yemen,
Zambia, and Zimbabwe: the laws of England;

Estonia, Latvia, and Lithuania: the laws of Finland;

Russia: the laws of the Russian Federalion;

South Africa, Namibia, Lesotho and Swaziland: the laws of the Republic ot South Africa.

Governing Laws and Geographic Scope— :

Albania, Armenia, Azerbaijan, Belarus, Bosnia-Herzegovina, Bulgaria, Croatia, Former Yugoslav Republic of
Macedonia, Georgia, Hungary, Kazakhstan, Kyrgyzstan, Moldova, Montenegro, ARomania, Serbia, Tajikistan,
Turkmenistan, Ukraine, and Uzbekistan: All disputes will be finally settled under the Rules of Arbilration and
Conciliation of the Federal Economic Chamber in Vienna {Vienna Rules).

Algeria, Benin, Burkina Faso, Burundi, Cameroon, Cape Verde, Central African Republic, Chad, Comaros,
Congo Republic, Djibouti, Democratic Republic of Congo, Equatorial Guinea, Guinea-Bissau, French Guiana,
French Polynesia, Gabon, Guinea, Guinea-Bissau, Ivory Coast, Lebanon, Madagascar, Mali, Mauritania,
Mauritius, Mayotte, Morocco, New Caledonia, Niger, Reunion, Senegal, Seychelles, Togo, Tunisia, Vanuatu,
Wallis and Futuna: Any dispute will be finally seitled by arbitration, administered by the ICC International Court of
Arbitration, in Paris, in accordance with its arbitration rules in effect at the time of arbitration, except as may be modified
herein or by agreement of the parties. O
Angola, Bahrain, Botswana, Egypt, Eritrea, Ethiopia, Gambia , Ghana, Jordan, Kenya, Kuwait, Liberia, Libya,
Malawi, Malta, Mozambique, Nigeria, Oman, Pakistan, Qatar, Rwanda, Sao Tome and Principe, Saudi Arabia,
Sierra Leone, Somalia, Tanzania, Uganda, United Arab Emirates, West Bank/Gaza, Yemen, Zambia, Zimbabwe:
Any dispute will be finally seltled by arbitration, administered by the London Court of International Arhitration , in
accordance with the LCIA arbitration rules in effect at the time of arbitration, except as may be medified herein or by
agreement of the parties.

Estonia, Latvia, and Lithuania: All disputes will be finally settled in arbitration to be held in Helsinki, Finland in
accordance with the arbitration laws of Finland then in effecl.

Russia: All disputes will be settled by Arbitration Court of Moscow.

South Africa, Namibia, Lesotho, and Swaziland: Any dispute will be finally settled by arbilration, administered by the
Arbitration Foundation of South Africa Rules (AFSA Rules), in accordance with the ICC arbitration rutes in effect at the
time of arbitration, excepl as may be modified herein or by agreement of the parties.

Governing Laws and Geographic Scope — :

All disputes will be brought before and subject to the exclusive jurisdiction of the following courts of compelent
jurisdiction:

Andarra; the Commercial Court of Paris;

Austria: the court of Vienna, Austria (Inner-City);

Greece: the compelent court of Athens;

Israel: the courts of Tel Aviv-Jaffa;

italy: the courts of Milan;

Portugal: the courts of Lisbon;

South Africa, Namibia, Lesotho and Swaziland: the High Court in Johannesburg;

Spain: the courls of Madrid;

Turkey: the Istanbui Central (Gaglayan) Courts and Execution Directorates of Istanbul, the Republic of Turkey; O
United Kingdom: the English courts.
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Client Relationship Agreement

Using this agreement, Client may order Programs, Cloud and other Services, Machines and Appliances {collectively IBM
Products) and third party products and services {Non-IBM Products) available from IBM. Details regarding products, offerings or
orders are provided in Attachments and Transaction Documents (TDs). This agreement and applicable Attachments and TDs are

Programs

A Program is an IBM-branded compuler program and
related material available for license from |BM subject 1o the
payment of charges. Program details are described in an
Attachment called License Information (LI) available at
hitp:/fwww-03.ibm.com/soltware/sla’sladb.nsf. Programs do
not include Machine Code or Project Materials. Programs
are copyrighted and licensed {not sold). When IBM accepls
an order for a Program, IBM grants Client a nonexclusive
license lo: a} use the Program only up to its authorizations
and subject to its LI; b) make and install copies to suppon
such authorized use; and ¢) make a backup copy. Programs
may be used by Client, its authaorized employees and
contractors only within Client's Enterprise, and not to provide
hosting or timesharing services 10 any third party. Client may
not sublicense, assign, or transfer the license for any
Program. Additional rights may be available from IBM for
additional fees or under different terms. 1BM does not grant
unrestricted rights to use the Program nor has Client paid for
all of the economic value of the Program. Certain Programs
may contain third party code licensed under separate
agreements identified in the LI.

The license granted for a Program is subject to Client:

a. reproducing copyright notices and other markings;

b. ensuring anyone who uses the Program does so only
for Client's authorized use and complies with the
license;

c. not reverse assembling, reverse compiling, franslating,
or reverse engineering the Program; and

d. not using any of the elements of the Program or related
licensed material separately from the Program.

The metric applicable to a Program license is specified in an
Attachment or TD. All licenses on a server or capacity
based metric must be licensed to the full capacity of the
server on which the Program is installed, unless sub-
capacity usage is available from IBM and Client complies
with the applicable sub-capacity requirements.

Services - Cloud Services

A Cloud Service is an IBM branded offering hosted or
managed by IBM and made available via a network. Each
Cloud Service is described in a TD or an Attachment called a
Service Description. When IBM accepts Client's order, IBM
provides Client the entitlements specified in the TD. Cloud
Services are designed 1o be available 24/7, subject to
maintenance. Client will be notified of scheduled
maintenance. Service level commitments, if applicable, are
specified in an Attachment or TD.

Client may access and use a Cloud Service only to the
extent of authorizations acquired by Client. Client is
responsible for use of Cloud Services by any party who
accesses the Cloud Service with Client's account
credentials. A Cloud Service may not be used for unlawful,
obscene, offensive or fraudulent content or activity, in any
urisdiction for any user, such as advocaling or causing

arm, interfering with or violaling the integrity or security of a
network or system, evading filters, sending unsolicited,
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abusive or deceptive messages, viruses or harmiul code, or
violating third party rights. If there is a complaint or notice of
violation, use may be suspended until resolved, and
terminated if not resolved promptly. Unless expressly
provided in a TD, Client is not authorized to use a Cloud
Service to provide hosling or timesharing services to any
third party.

Each Cloud Service is designed o protect the proprietary
contenl that Client inputs into the Cloud Service and to
provide for access and use only as part of the Cloud
Service. Except as atherwise specified ina TD, IBM will
only provide access and use of Client’s proprietary content
to IBM employees and contraclors as needed to deliver the
Cloud Service. 1BM will not disclose Client's proprietary
content and will return or destroy it upon the expiration or
cancellation of the Cloud Service, or earlier upon Client's
request. IBM may charge for certain aclivities performed at
Client's request {such as delivering content in a specific
format).

The description for each Cloud Service includes the security
functions and features applicable to the Cloud Service. IBM
will provide Client notice of any unauthorized third party
access lo Client's content of which IBM becomes aware and
will use reasonable efforts to remediate identified security
vulnerabilities. If Client's content is lost or damaged, 1BM
will assist Client in restoring it to the Cloud Service from
Client's last available backup copy in compalible format.

The term, including any renewal term, for a Cloud Service is
described in an Attachment or TD. 1BM may withdraw a
Cloud Service on 12 months’ notice, unless otherwise
stated in an Attachment or TD. [BM will either continue to
provide the Cloud Service for the remainder of Client's
unexpired term or work with Client to migrate to another
IBM Service. IBM may suspend, revoke or limit Client's use
of a Cloud Service if IBM determines there is a material
breach of Client’s obligations, a security breach, or violation
of law. Charges will continue to accrue for the Cloud
Service during any suspension. |f the cause of the
suspension can reasonably be remedied, IBM will provide
notice of the actions Client must take to reinstate the Cloud
Service. If Client fails to take such actions within a
reasonable time, IBM may terminate the Cloud Service.

Any changes to the Service Description by IBM will be
effective upon the next agreed renewal or extension. IBM
may modify the computing environment used to provide a
Cloud Service, without degrading its functionality or security
features.

Services — Other Services

IBM provides consulting, installation, customization and
configuration, maintenance, and other services as detailed
in an Altachment or TD. Client will own the copyright in
works of authorship that IBM develops for Client under a
Statement of Work (SOW) (Project Materials). Project
Materials exclude works of authorship delivered to Client,
but not created, under the SOW, and any modifications or
enhancements of such works made under the SOW
{Existing Works). Some Existing Works are subject to a
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separate license agreement (Existing Licensed Works). A
Program is an example of an Existing Licensed Work and is
subject to the Program terms. IBM grants Client an
irrevocable (subject to Client’s payment obligations),
nonexclusive, worldwide license to use, execute, reproduce,

_/display, perform and prepare derivalives of Existing Works

that are not Existing Licensed Works. 1BM relains an
irrevocable, nonexclusive, worldwide, paid-up license to use,
execute, reproduce, display, perform, sublicense, distribute,
and prepare derivative works of Project Materials.

Either party may terminate a Service if a malerial breach
concerning the Service is not remedied within a reasonable
time. 1BM will provide at least 90 days' notice prior to
withdrawal of Service. Client will pay charges for Services
provided through the effective date of termination. If Client
terminates without cause or IBM terminates for breach,
Client will meet all minimum commitments and pay
termination or adjustment charges specilied in the SOW or
TD and any additional costs IBM reasonably incurs because
of early termination, such as costs relating to subcontracts or
relocation. 1BM will take reasonable steps to mitigate any
such additional costs.

Machines and Appliances

A Machine is an IBM-branded device including its features,
upgrades, and accessories. An Appliance is a Program and
Machine combination designed for a particular function.
Unless otherwise provided, terms that apply to a Program
apply to the Program component of an Appliance and terms
that apply to a Machine apply to the Machine component of
an Appliance. Client may not use or transier an Appliance’s
Program component independently of the Appliance.

When IBM accepts Client’s order, IBM transfers title to

Oﬂachines and non-IBM machines to Client or Clienl’s lessor

upon payment of all amounts due, except in the United
Stales where tille transfers upon shipment. IBM bears risk
of toss until delivery to the carrier for shipment. IBM pays for
insurance on Client’s behalf until delivery to Client’s location,
Client must report any loss in writing to IBM within 10
business days of delivery and follow the claim procedure. If
IBM is responsible for installation, Client will allow installation
within 30 calendar days of shipment or additional charges
may apply. Client must foflow instructions provided to install
Client set up Machines.

Machines and parts removed or exchanged for upgrade,
warranly service, or maintenance are IBM property and must
be returned to IBM promptly. A replacement assumes the
warranly or maintenance status of the replaced part. A
Machine may include parts that are not new and in some
instances Machines may have been previously installed,
Regardless, IBM's warranty terms apply. Client will promptly
install or allow IBM to install mandatory engineering
changes. Client may only acquire Machines for use within
Client's Enterprise in the country where acquired and not for
resale, lease, or transfer. Lease-back financing is permitted.

Machine Code and Built in Capacity

Machines may include Machine Code (MC) and Built in
Capacity (BIC). MC is computer instructions, fixes,
replacements and related materials, such as data and
passwords relied on, provided, used with or generated by

-.MC, that permil the operation of the machine's processors,

(\)torage or other functionality. MC is copyrighted and

icensed {noi sold}). IBM only provides copies, fixes or
replacements for MC for Machines under warranty or IBM
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maintenance, or under a separate written agreement which
may be subject to additional charges. Client agrees that all
copies, fixes or replacements for MC will be obtained solely
as authorized by IBM. {BM grants Client a nonexclusive
license to use MC only (i) on the Machine for which IBM
provided it, and (ii) to access and use BIC only to the extent
paid for by Client, activated by IBM and subject to the
Attachment called IBM Authorized Use Table for Machines
{AUIT) available from [BM and at
http//www.ibm.com/systems/support/machine_warrarties/m
achine_code/aut.html, BIC is computing resource (e.g.,
processors, storage and other functionality) that IBM
provides for a Machine. Use of BIC may be restricted by
contract, technological or other measures. Client agrees to
IBM's implementation of technological and other measures
thal restrict, monitor and report on use of BIC or MC, and to
install any changes IBM provides. Client may not alter,
reverse assemble, reverse compile, translate or reverse
engineer the MC, or circumvent or interfere, by any means,
with IBM's contractual, technological or other measures thal
restrict, monitor or report on use of BIC or MC. Client may
transfer possession of MC only with transfer of the Machine.
Client may not transler its license te MC; the transferee
must acquire a license directly from 1BM. This Agreement
governs MC and BIC on Machines acquired from another
party. Use of BIC in excess of authorizations from IBM is
subjecl to additional charges.

Warranties and Post Warranty Support

IBM warrants that Programs used in their specified
operating environment conform to their official published
specifications. The warranty period for a Program (not the
Program component of an Appliance) is one year, or the
initial license lerm if less than one year, unless another
warranty period is specified in an Attachment or TD. During
the Program warranty period, IBM provides Software
Subscription and Support (S&8), entitling Client to defect
correction information, restriclions, bypasses, and new
releases and versions IBM makes generally available.
Unless Client elects to discontinue S&S, annual S&S
automatically renews at then-current charges until S&S for a
version or release is withdrawn. If Client elects to continue
S&S for a Program at a designated Client site, Client must
maintain S&S for all uses and installations of the Program at
that site.

IBM warrants that it provides Cloud and other Services
using commercially reasonable care and skill in accordance
with the applicable Atlachment or TD, including any
completion criteria, and that Project Materials will comply
with the Attachment or TD at the time of delivery. The
warranty for a Service ends when the Service ends.

IBM warrants that Machines used in their specified
operating environment conform to their official published
specifications. For a Machine or Appliance, the warranty
period is specified in the Attachment or TD. During its
warranty period, IBM will repair or exchange the Machine
without charge, as specified in the Attachment. Client may
purchase warranty service upgrades and post warranty
support where available. For Appliances, post warranty
support includes maintenance and S&8S.

It a Machine or Program does not function as warranted
during its warranty period and IBM is unable 10 repair or
replace it with a functional equivalent, Client may return it to
IBM for a refund of the amount Client paid (for recurring
charges, up to iwelve months' charges) and Client’s license
or right to use it terminates.
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IBM does not warrant uninterrupted or error-free
operation of an IBM Product or that IBM will correct all
defects or prevent third party disruptions or
unauthorized third party access to an IBM Product.
These warranties are the exclusive warranties from I1BM
and replace all other warranties, including the implied
warranties or conditions of satisfactory quality,
merchantability, non-infringement, and fitness for a
particular purpose. IBM warranties will not apply if there
has been misuse, modification, damage not caused by
IBM, failure to comply with instructions provided by
IBM, or if otherwise stated in an Attachment or TD. Non-
IBM Products are sold under this Agreement as-is,
without warranties of any kind. Third parties may provide
their own warranties to Client.

Charges, Taxes, Payment and Verification

Client agrees lo pay all applicable charges specified by IBM,
charges for use in excess of authorizalions, any customs or
other duty, tax, levy, or fee imposed by any authority
resulting from Client's acquisitions under this Agreement,
and any late payment fees. Amounts are due upon receipt of
the invoice and payable within 30 days of the invoice date to
an accounl specified by IBM. Prepaid Services must be used
within the applicable period. IBM does not give credits or
refunds for any prepaid, one-time charges, or other charges
already due or paid.

Client agrees to: i) pay withholding tax directly to the
appropriate government entity where required by law; i)
furnish a tax cerlificate evidencing such payment to 1BM; iii)
pay IBM only the net proceeds after tax; and iv) fully
cooperate with IBM in seeking a waiver or reduction of such
taxes and promptly complete and file all relevant documents.
Whare laxes are based upon the location(s) receiving the
benefit of the Cloud Service, Client has an ongoing
obligation 1o notify IBM of such location(s) if different than
Client's business addrass listed in the applicable Attachment
or TD.

IBM may change recurring charges, labor rates and
minimum commitments on three months' notice. A change
applies on the invoice date or the first day of the charging
period on or after the effective date IBM specifies in the
notice. IBM may change one-time charges without notice.
However, a change 1o a one-time charge does not apply 1o
an order if i) IBM receives the order before the
announcement date of the increase and ii} within three
months aiter IBM's receipt of the order, the product is
shipped or made available to Client.

Client will iy maintain, and provide upon request, records,
system tools output, and access to Client's premises, as
reasonably necessary for IBM and its independent auditar to
verify Client's compliance with the Agreement, including MC
and Program licenses and metrics, such as sub-capacity
usage, and i) promptly order and pay lor required
entitlements {including associated S&S or maintenance) at
IBM's then current rates and for other charges and liabilities
determined as a result of such verification, as IBM specifies
in an invoice. These compliance verification obligations
remain in effect during the term of any TD and for two years
thereafter,

Liability and Indemnity

IBM's entire liability for all claims related to the
Agreement will not exceed the amount of any actual
direct damages incurred by Client up to the amounts
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paid {if recurring charges, up to 12 months’ charges

apply) for the product or service that is the subject of

the claim, regardless of the basis of the claim. This

limit applies collectively to IBM, its subsidiaries,

contractors, and suppliers. 1BM will not be liable for

special, incidental, exemplary, indirect, or economic O
consequential damages, or lost profits, business, value,
revenue, goodwill, or anticipated savings.

The following amounts, if a party is legally liable for them,
are not subject lo the above cap: i) third party payments
referrad to in the paragraph below; i) damages for body
injury (including death); iii) damages to real property and
tangible personal property; and iv) damages that cannot be
limited under applicable law.

If a third party asserts a claim against Client that an IBM
Product acquired under this Agreement infringes a patent or
copyright, IBM will defend Client against that ¢laim and pay
amounts finally awarded by a court against Client or
included in a settlement approved by IBM, provided that
Client promptly (i) notifies 1BM in writing of the claim, (ii)
supplies information requested by IBM, and (iii) allows I1BM
1o control, and reasonably cooperates in, the defense and
settlement, including mitigation efforts.

IBM has no responsibility for claims based, in whole or part,
on Non-IBM Products, items not provided by IBM, or any
violation of law or third party rights caused by Client's
conlent, materials, designs, specifications, or use of a non-
current version or release of an IBM Product when an
infringement claim could have been avoided by using a
current version or release.

Termination

Either party may lerminate this Agreement: a) without cause
on at least one month’s nofice to the other alter expiration

or terminalion of its obligations under this Agreement; or b}
immediately for cause if the other is in material breach of
this Agreement, provided the one who is not complying is
given notice and reasonable time to comply. Failure to pay
is a material breach. Any terms that by their nalure extend
beyond the Agreement termination remain in effect until
fulfilled, and apply to successors and assignees.
Termination of the Agreement does not terminate TDg, and
provisions of this Agreement and Attachments as they
relate to such TDs remain in effect until fulfiled or otherwise
terminaled in accordance with their terms. |BEM may
terminate Client's license to use a Program or MC if Client
tails to comply with this Agreement. Client will prompily
destroy all copies of the Program or MC alter either party
has terminated the license.

Governing Laws and Geographic Scope

Each party is responsible for complying with: i) taws and
regulations applicable to its business and content, and ii)
import, export and economic sanction laws and regulations,
including those of the United States that prohibit or restrict
the export, re-export, or transfer of products, technology,
services or data, directly or indireclly, 1o or for certain
countries, end uses or end users. Clienl is responsible for
its use of {BM and Non-IBM Products.

Both parties agree to the application of the laws of the state
ot New York to this Agreement, without regard to contlict of

law principles. The rights and obligations of each party are
valid only in the country where the transaction is performed
or, if IBM agrees, the country where the product is placed in
productive use, except all licenses are valid as specifically
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granted. If any provision of the Agreement is invalid or
unenforceable, the remaining provisions remain in full force
and effect. Nothing in the Agreement affects statutory rights
of consumers that cannot be waived or limited by contract.
The United Nations Convention on Contracts for the

' Internalional Sale of Goods does not apply to transactions
under this Agreement.

General

Parties will not disclose confidential information without a
separate, signed confidentiality agreement. If confidential
information is exchanged in connection with this Agreement,
the applicable confidentiality agreement is incorporated into,
and subject to, this Agreement.

Client accepts an Attachment or TD by ordering, enrolling,
using, or making a payment for, the product, offering or
service. Since this Agreement may apply to many future
orders, IBM reserves the right 1o modify it by providing Client
at least three months' written notice. However, changes are
not retroactive; they apply, as of the effective date, only to
new orders and renewals. For transactions with a defined
renewable contract period, Client may request thal IBM defer
the change sfiective date until the end of the current contract
period. Client accepts changes by placing new orders after
the change effective date or allowing transactions to renew
after receipt of the ¢change notice. Except as provided
above, all changes to the agreement must be in writing
signed by both parties. If there is a conflict, an Attachment
or TD prevails over the terms of this agreement.

IBM is an independent contractor, not Client's agent, joint
venturer, partner, or fiduciary, and does not undertake to
perform any of Client's regulatory obligations, or assume any
responsibility for Client's business or operations. Each party
Os responsible for determining the assignment of its
personnel and contractors, and for their direction, control,
and compensation. IBM Business Partners are independent
from IBM and unilaterally determine their prices and terms.
IBM is not responsible for their actions, omissions,
statements, or offerings.
Client is responsible for oblaining all necessary permissions
io use, provide, store and process content in Cloud, other
Services, maintanance, or Program support, and grants IBM
permission to do the same. Client is responsible for
adequate content back-up. Some of Client's content may be
subject to governmental regulation or may require securily

Agreed to:
Client Company Name:
By
Authorized signature
Title:
Name (type or print):
Date:

Client number:

Enterprise number:

Client address:

®
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measures beyond those specilied by IBM for an cffering.
Client will not input or provide such content unless IBM has
first agreed in writing to implement additional required
security measures.

IBM and its affiliates, and their subcontractors, may process
and store business contact information of Client personnel
in conneclion with the performance of this Agreement
wherever they do business. IBM may use personnel and
resources in locations worldwide and third party suppliers to
support the delivery of products and services.

Neither party may assign this Agreement, in whole or in
part, without the prior wrilten consent of the other.
Assignment of IBM rights to receive payments and by 1BM
in conjunction with the sale of the portion of IBM's business
that includes the product or service is not restricted.

All notices under this Agreement must be in writing and sent
to the address below, unless a party designates in writing a
different address. The parties consent to the use of
electronic means and facsimile transmissions for
communications as a signed writing. Any reproduction of
the Agreement made by reliable means is considered an
original. The Agreementi supersedes any course of dealing,
discussions or representations between the parties.

No right or cause of action for any third party is created by
this Agreement or any transaction under it. Neither party
will bring a legal action arising out of or related to this
Agreement more than two years alter the cause of action
arose. Neither party is responsible for failure to fulfill its non-
monetary obligations due to causes beyond ils control.
Each party will allow the other reascnable opportunity to
comply before it claims the other has not met its obligations.
Where approval, acceptance, consent, access, cooperation
or similar action by either party is required, such action will
not be unreasonably delayed or withheld.

The Agreement applies to IBM and Client {the signatories
below) and their respective Enterprise companies who avail
themselves of the Agreement. The signatories shall
coordinate the activities of Enterprise companies under this
Agreament. Enterprise companies include (i) companies
within the same country that Client or IBM control (by
owning greater than 50% of the voting shares), and {ii) any
other entity that controls, is controlled by or is under
common control as Client or IBM and has signed a
participation Attachment.

Agreed to:
International Business Machines Corporation
By
Authorized signature
Title:
Name (type or print):
Date:

Agreement number:

IBM address:
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Instructions



Phase 1 Evaluation Instructions (Four Evaluators)

1. Review each proposal based on the requirements and desirables in the WASPC Request
for Proposals and score each element using the Evaluation Worksheet. '

2. The total scores will be considered when the Project Team discusses the vendor
products; however, a score will not be the determining factor.

3. Regardless of the total score in Phase 1, each vendor will be invited to provide a
presentation, remote access to their software, or both.

4. Pricingis not the determining factor in choosing a vendor; however, the cost of the
software must be within the NCS-X grant allocation. A vendor’s proposal that requires
any changes to the WASPC information technology infrastructure will be added asa
cost to that vendor’s proposal; for example: additional server hardware or software.

Phase 2 Evaluation Instructions (Two Evaluators)

1. Review vendor software based on the requirements and desirables in the WASPC
Request for Proposals and score each element using the Evaluation Worksheet.

2. In addition to the requirements and desirables, the evaluators will consider ease of use,
the user interface lay-out, report functions, and software flexibility. The Phase 2
evaluations will determine which vendors are the two finalists.

3. The two finalists may be asked additional clarifying questions regarding their proposals
and software functionality.

Final Analysis

1. Based on the recommendations of the two Phase 2 evaluators, the Project Team will
decide which vendor software best meets the needs of the new Washington State NIBRS

Repository.

2 The final recommendation for vendor choice will be forwarded to the WASPC Chief of
Staff for review and approval with the Executive Director.
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Evaluation



tualnaion L (Pree

NIBRS RFP Evaluation Total Score  Z [

Point Points Comments (Use additional page if

Vendor Name: |IBM Analytics Value Given necessary)
I Preliminary Evaluation 300| |50
Il Technical Solution 100 Yo
Il Project Management 100 7 g
IV Proposal Format 100| (00
V Technical Specifications - Basic Requirements 100| oo
Vi Technical Specifications - Preferences 100 3 3
VIl Add-On Components 100 /oo
Vill Management Requirements 100 / 00
Sub-Total - vin| 1,000{ 9 °8
References:
Reference 1 100
Reference 2 100
|Oral Presentation 200
Price / Value 500

Total Points Possible 1,900



Vendor: IBM Analytics

A. Technical Solution

1. Fulfillment of the requirements as stated in this RFP 200 20
2. Understanding of the work to be performed 200 lo
3. Technical approach and methodology to accomplish the work 200 20
4. Completeness and competence in addressing the scope of work 200 20
5. Demonstrated and reliable technology with previous use and success 20| Jo
100 4o
1. Completeness and responsiveness of project management plans 15| /¢
2. Project Team assigned 15| /o
3. Experience in development and implementing similar systems 15] 0
4. Familiarity with NIBRS terminology and requirements 20 /0
5. Ability to meet deadlines ] 15| /5
6. Special consideration for detailed project plan 200 2o

100] 7%

C. Proposal Format
Cover letter
Section 1 Proposal executive summary

Section 2 Technical solution and description
Section 3 Project management description
Section 4 Vendor section for additional information

Section 5 Pricing section - to include product and maintenance/support pricing 10| /o
Appendix A Supplemental and Collateral Material 10| , -~
Appendix B Vendor financial qualifications and annual reports 10| /¢
Appendix C Vendor purchase contract 10| /¢
Appendix D Vendor software license agreements 10] /n

B 100] /oc
1. Ability to capture and preserve NIBRS data pursuant to current FBI Tech Spec 200 >
2. System allows entry of standard values for each data element 200 2 o~
3. System meets additional WA State IBR data collection requirements 200 2
4. System performs editing and validation of data 200 2 A~
5. System provides capability for submission of NIBRS data 200 2 o

100 ,ag

A. Administrators and Users
1. Levels of user privileges: administrator, power user, report generator
2. User receives immediate notification when upload successful or failed
3. User receives reason in message i a file upload error occurs

4, System allows user to cancel duplicate file upload

5. State system administrators (SSAs) have access to a contact database
6. SSAs receive notifications when file uploads stop, fail, or duplicate

7. SSAs have access to standard, ad hoc, crime mapping reports

8. SSAs are able to monitor system through utilities function

9. §SAs are able to manage local user accounts
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Sub-Total

-t

B. Data Entry and File Upload
1. Submission options include both batch file upload and individual incident entry 2
2. Individual incident entry (IlE) has data validation on each field 2
3. lIE is user friendly 1




4. I|E has drop down menus

5. IIE mandatory or invalid fields are highlighted

6. lIE cannot advance without completing mandatory fields

7. IIE mandatory fields highlight per offense

8. When IIE complete, NIBRS check lists errors and returns user to screen

9. IIE entry of date or calendar option

10. IIE hot key options are available

11. |IE entry sequence: Admin, Offense, Victim, Offender, Property, Arrestee

12. IIE of domestic violence: DV is associated with the Victim

13. 1IE entry of property: ability to enter immediately with the offense

14. |IE entry of time: pop-up explaining "00" rule

Sub-Total

oo = Y U] Y Y Y 'y gy ey iy XY
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C. Data Reports

1, System provides report writing capability; includes standard and ad hoc reports

2. System allows data output in MS Access, Excel, Word, PDF in report & data form

3. LEAs have access to other LEA data for report extraction

4. Data report extraction includes ad hoc, crime mapping, and data quality

Nl=|NN
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5. Standard reports include:

a. Summary of ofienses

b. Summary of offenses - Domestic Violence

c. Offenses by location

d. Arrests by Offense and Age Category

e. Hate Crime

f. Activity Log (by month or year)

g. Outstanding Errors and Incidents/Arrests Not Checked

h. Static report (snapshot) of database

Sub-Total
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D. Data Validation and Error Notification

1. System meets all FBl and WA State data validation edits and error checks

2. System sends electronic error reports back to submitting agency

3. System performs data validations/error checks before FBI file submission

4. Local and State SA are able to access batch error upload report

5. Incidents with errors are included in the ad hoc and summary reports

6. The FBI error messages can be easily edited to make them user friendly

7. There is no Time-Window Base Date Calculation

8. The error list does not include errors without a case number

Sub-Total

=N =N N
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E. State System

1. The system authenticates access with levels of users

2. The state system administrators (SSAs) designate roles for local users

3. The SSAs are able to enter and update data directly through the application

4. There are two databases: training and production

a. The training database displays data field descriptions when hovering

b. SSAs can transfer files from training to production

c. Production database has permanent archive ability

Sub-Total
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F. System Features

1. System discovers NIBRS batch submissions automatically

2. System provides batch submissions and IIE to repository via web browser

3. Data are immediately available for reports after State system acceptance

4. Domestic Violence {DV) indicator is associated with Victim

=21 N NN

a. DV default is set for based on certain relationships, i.e. Spouse

b. If default is triggered, a pop-up question asks, "Are you sure?"

5. Gang Involvement indicator is set as mandatory




3
8. All related cases for Multiple Clearance indicator are displayed 1 f
a. User is able to delete a case number on the list )
7. Data values not relevant to WA State or utilized by FEI can be "greyed out” 1 |
8. System journal is available for SSAs to track |IE data entry and updates 1 \
9, Pop-up windows asking "Are you sure?" are available
10. Journal is available in Utilities for SSAs to track agency information, error rates, and agency 1 \
11. Zero ﬁeport can be entered even if the file contains a correction from previous month 1 i
12. Agency can override Zero Report month if an incident is now available for the month 1
13. NIBRS data can be converted to Summary format for certification purposes
Sub-Total 14 ¢
G. Vendor Responsibilities
1. Vendor has FBI certified state repository in at least one other state 1
2. Vendor has system that is FBI submission-capable 2] 2.
3. Vendor has a minimum of two years' experience with NIBRS repository development 1 |
4. Vendor presents logical solutions and proposed record layouts 1 {
5. Vendor included record layouts and report samples in the technical section 1 {
6. Vendor has customer service available Monday through Friday, Bam-4pm, Pacific Time 1 [
a. Vendor has process for Work Order Number assignment
b. SSAs are able to check status of work order via on-line tracking system
7. Vendor will update system per FBI requirements at no additional cost 1 i
8. Vendor will update tables or allow SSAs to update tables in timely manner 1 {
9. Vendor provides user-friendly electronic manuals, error messages, pop-up windows 1 |
10. Vendor provides comprehensive user and technical personnel training 1 {
11. Vendor specified hardware components necessary for proposed repository 1 {
Sub-Total 12 44
" Total for Section E. Technical Specifications - Preferences 1000 9%

Add-On Components
1. Mandatory Web-Browser is available 40 0

2. Crime Mapping (not mandatory) is available 20 Lp
3. Mandatory Data Migration 40 o
- 100] /aco |
Management Requirements
1. Project Plan:
a. Comprehensive in scope and detail 10| /¢
b. Plan includes project tasks, approximate dates, and time in hours 10| ;0
2. Project Schedule: required components and recertification with FBI 10| | &
3. Roles and Responsibilities Defined 10] [0
4. Project Change Control:
a. Bug reporting 10 ;0
b. Product enhancement 10| 10
c. Work order number process 10| (O
5. Testing:
a. WASPC project team has access to software for application testing 10| (¢
b. Minimum 60-day acceptance testing 0] | O
c. FBI recertification plan 10] | @
100] | ao




cIOLOOTION 4 (Prhacet)

NIBRS RFP Evaluation Total Score 207, %]

Point Points Comments (Use additional page if

Vendor Name: IBM Analytics Value Given necessary)
| Preliminary Evaluation 300 h (\\L "‘*Jf" (’J:’ &‘?.7
il Technical Solution 100 i}{h)
Il Project Management 100 75
IV Proposal Format 100 b@_
o 4
V Technical Specifications - Basic Requirements 100 [’
VI Technical Specifications - Preferences 100 “,L)
VIl Add-On Components 100 lOD
VIl Management Requirements 100 O
Sub-Total |- VIll| 1,000
References:
Reference 1 100
Reference 2 100
|Oral Presentation 200
LY
Price / Value soo] O |Dous (N ACY OG0T

Total Points Possible 1,900 /g@( \ “I/\V-
“oftwae



Vendor: IBM Analytics

\
ST

A. Technical Solution

1. Fulfilment of the requirements as stated in this RFP 200 O
2. Understanding of the work to be periormed 200 O
3. Technical approach and methodology to accomplish the work 200 O
4. Completeness and competence in addressing the scope of work 200 O
5. Demonstrated and reliable technology with previous use and success 200 OO
100 O
1. Completeness and responsiveness of project management plans 15|
2. Project Team assigned 15 O
3. Experience in development and implementing similar systems 15| O
4. Familiarity with NIBRS terminology and requirements 20 O
5. Ability to meet deadlines 15
6. Special consideration for detailed project plan 200 O
100
Cover letter 0 1©
Section 1 Proposal executive summary 101 [y
Section 2 Technical solution and description 10] =~
Section 3 Project management description 10 1D
Section 4 Vendor section for additional information 10 O
Section 5 I?'an section - to include product and maintenance/support pricing 10 /)
Appendix A Supplemental and Collateral Material 10, —
Appendix B Vendor financial qualifications and annual reports 10 |
Appendix C Vendor purchase contract 10,
Appendix D Vendor software license agreements 10 (O
100] (.~

D. Technical Specifications - Basic Requirements

1. Ability to capture and preserve NIBRS data pursuant to current FBI Tech Spec 200 &
2. System allows entry of standard values for each data element 200 O
3. System meets additional WA State IBR data collection requirements 201
4. System performs editing and validation of data 200 20O
5. System provides capability for submission of NIBRS data 20 K=
100] 77
z al Spe s 5 ey —
A. Administrators and Users
1. Levels of user privileges: administrator, power user, report generator 2 ya
2. User receives immediate notification when upload successful or failed 2| 2
3. User receives reason in message if a file upload error occurs 2l 2
4. System allows user to cancel duplicate file upload 1l O
5. State system administrators (SSAs) have access to a contact database 11 O
6. SSAs receive notifications when file uploads stop, fail, or duplicate 2 ya
7. SSAs have access to standard, ad hoc, crime mapping reports 2l O
8. SSAs are able to monitor system through utilities function 2l 7.
9, SSAs are able to manage local user accounts 1 D
Sub-Total 15 )
B. Data Entry and File Upload i
1. Submission options include both batch file upload and individual incident entry 2l o
2. Individual incident entry (IIE) has data validation on each field 2 @)
3. IIE is user friendly 1 O

>
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4. |IE has drop down menus

5. IlE mandatory or invalid fields are highlighted

6. IIE cannot advance without completing mandatory fields

7. IIE mandatory fields highlight per offense

8. When lIE complete, NIBRS check lists errors and returns user to screen

9. IIE entry of date or calendar option

10. IIE hot key options are available

11. |IE entry sequence: Admin, Offense, Victim, Offender, Property, Arrestee

12, IIE of domestic violence: DV is associated with the Victim

13. |IE entry of property: ability to enter immediately with the offense

14. |IE entry of time: pop-up explaining "00" rule

Sub-Total

) Y Y %] P S Y Y Y Y Y X
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C. Data Reports

1. System provides report writing capability; includes standard and ad hoc reports

2. System allows data output in MS Access, Excel, Word, PDF in report & data form

3. LEAs have access to other LEA data for report extraction

4. Data repont extraction includes ad hoc, crime mapping, and data quality

N =N N

5. Standard reports include:

a. Summary of offenses

b. Summary of offenses - Domestic Violence

¢. Offenses by location

d. Arrests by Offense and Age Category

e. Hate Crime

f. Activity Log (by month or year)

g. Outstanding Errors and Incidents/Arrests Not Checked

h. Static report {snapshot) of database

Sub-Total

O bt | | | b | |

-

0. Data Validation and Error Notification

1. System meels all FBI and WA State data validation edits and error checks

2. System sends electronic error reports back to submitting agency

3. System performs data validations/error checks before FBI file submission

4. Local and State SA are able to access baich error upload report

5. Incidents with errors are included in the ad hoc and summary reports

6. The FB! error messages can be easily edited to make them user friendly

7. There is no Time-Window Base Date Calculation

8. The error list does not include errors without a case number

Sub-Total

Sl=iN=I NN N

-t

E. State System

1. The system authenticates access with levels of users

2. The state system administrators (SSAs) designate roles for local users

3. The SSAs are able to enter and update data directly through the application

4. There are two databases: training and production

a. The training database displays data field descriptions when hovering

b. SSAs can transfer files from training to production

¢. Production database has permanent archive ability

Sub-Total

NN =] =N N

]

F. System Features

1. System discovers NIBRS batch submissions automatically

2. System provides batch submissions and [IE to repository via web browser

3. Data are immediately available for reports after State system acceptance

4. Domestic Violence (DV) indicator is associated with Victim

=1 NN
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a. DV default is set for based on certain relationships, i.e. Spouse

b. If default is triggered, a pop-up question asks, "Are you sure?"

5. Gang Involvement indicator is set as mandatory




6. All related cases for Multiple Clearance indicator are displayed 1 ()

a. User is able to delete a case number on the list j
7. Data values not relevant to WA State or utilized by FBI can be "greyed out" 1 \
8. System journal is available for SSAs to track IIE data entry and updates 1 !
9. Pop-up windows asking "Are you sure?" are available
10. Journal is availabie in Utilities for SSAS to track agency information, error rates, and agency 1 |
11. Zero Report can be entered even if the file contains a correction from previous month 1 \
12. Agency can override Zero Report month if an incident is now available for the month 1 |
13. NIBRS data can be converted to Summary format for certification purposes

Sub-Total 14 |}

G. Vendor Responsibilities
1. Vendor has FBI certified state repository in at least one other state 1l
2. Vendor has system that is FBI submission-capable 2|
3. Vendor has a minimum of two years' exparience with NIBRS repository development 1l O
4. Vendor presents logical solutions and proposed record layouts 1 o
5. Vendor included record layouts and report samples in the technical section 1 O
6. Vendor has customer service available Monday through Friday, 8am-4pm, Pacific Time 1 \

a. Vendor has process for Work Order Number assignment

b. SSAs are able to check status of work order via on-line tracking system
7. Vendor will update system per FBI requirements at no additional cost 1 I
8. Vendor will update tables or allow SSAs to update tables in timely manner 1 |
9. Vendor provides user-friendly electronic manuals, error messages, pop-up windows 1 i
10. Vendor provides comprehensive user and technical personnel training 1 [&]
11. Vendor specified hardware components necessary for proposed repository 1l &

Sub-Total 12| A
Total for Section E. Technical Specifications - Preferences 100 Hln

Add-On Components
1. Mandatory Web-Browser is available 40 O

2. Crime Mapping {not mandatory) is available 200 70O
3. Mandatory Data Migration 40| 4
100 | OOD

Management Requirements

1. Project Plan;

a. Comprehensive in scope and detail 10 O

b. Plan includes project tasks, approximate dates, and time in hours 10 O
2. Project Schedule: required components and recertification with FBI 10] ~
3. Roles and Responsibilities Defined 10 O
4. Project Change Control:

a. Bug reporting 10 VO

b. Product enhancement 100 (O

¢. Work order number process 100 1O
5. Testing:

a. WASPC project team has access to software for application testing 10 5

b. Minimum 60-day acceptance testing 10

c. FBI recertification plan

10

100




coanation 2 (frasel )

NIBRS RFP Evaluation Total Score

Vendor Name: IBM Analytics

Point

Points

Value Given

Comments (Use additional page if
necessary)

| Preliminary Evaluation 300
. , 4
Il Technical Solution 100 ()
Il Project Management 100 ':" ?/
IV Proposal Format 100[ 10D
V Technical Specifications - Basic Requirements 100 'f;i, 1
VI Technical Specifications - Preferences 100 '70 S
VIl Add-On Components 100 OD
VIll Management Requirements 100 _70
Sub-Total I - vili| 1,000]. )
References:
Reference 1 100
Reference 2 100
Oral 'Presentation 200
Price / Value 500 D

Total Points Possible

1,900



Vendor: IBM Analytics

A. Technical Solution

1. Fulfilment of the requirements as stated in this RFP 200 Zo
2. Understanding of the work to be performed 20 \&
3. Technical approach and methodology to accomplish the work 200 %
4. Completeness and competence in addressing the scope of work 201 |
5. Demonstrated and reliable technology with previous use and success 20 D
j 100] 0
B. Project Management
1. Completeness and responsiveness of project management plans 15 \S
2. Project Team assigned ] 15 |2
3. Experience in development and implementing similar systems 15 i |
4. Familiarity with NIBRS terminology and requirements 200 S
5. Ability to meet deadlines Il 15 10
6. Special consideration for detailed project plan 200 'S
100 +}

C. Proposal Format
Cover letter

Section 1 Proposal executive summary 10] (O
Section 2 Technical solution and description 10 O
Section 3 Project management description 10
Section 4 Vendor section for additional information 10 1O
Section 5 Pricing section - to include product and maintenance/support pricing 10 1w
Appendix A Supplemental and Collateral Material B 10 L0
Appendix B Vendor financial qualifications and annual reports 10 ()
Appendix C Vendor purchase contract 10 1A
Appendix D Vendor software license agreements 10 10
100] 100

D. Technical Specifications - Basic Requirements

1. Ability to capture and preserve NIBRS data pursuant to current FBI Tech Spec 20| 20

2. System allows entry of slandard values for each data element - 201 7

3. System meets additional WA State IBA data collection requirements 200 1.0

4. System performs editing and validation of data - oy duy GBI et goed? 20 =

5. System provides capability for submission of NIBRS data ™ i 20| 20

1001 414
e s pe atlo Pre e

A. Administrators and Users

1. Levels of user privileges: administrator, power user, report generator 2 |

2. User receives immediate netification when upload successful or failed 2 |

3. User receives reason in message if a file upload error occurs 2y 7

4. System allows user to cancel duplicate file upload 1 1

5. State system administrators {SSAs) have access to a contact database 1 .5

6. SSAs receive notifications when file uploads stop, fail, or duplicate 2] |

7. SSAs have access 1o standard, ad hoc, crime mapping raports 2] )

8. SSAs are able to monitor system through utilities function 2] |\

9. SSAs are able to manage local user accounts 11 <
Sub-Total 15 Q

[B. Data Entry and File Upload

1. Submission options include both batch file upload and individual incident entry  wo (1€ 2 |

2. Individual incident entry (IIE) has data validation on each field 2 )

3. 1IE is user friendly )




L/
2
4. 1IE has drop down menus 2[ 7.
5. IIE mandatory or invalid fields are highlighted 1 i
6. IIE cannot advance without completing mandatory fields 1 o)
7. IIE mandatory fields highlight per offense 11 .S
8. When |IE complete, NIBRS check lists errors and returns user to screen 1 =
9. IIE entry of date or calendar option 1 =
10. IIE hot key options are available 1]
11. |IE entry sequence: Admin, Offense, Victim, Offender, Property, Arrestee 1] |
12. IIE of domestic violence: DV is associated with the Victim 2]
13. |IE entry of property: ability to enter immediately with the offense 1l S
14. (IE entry of time: pop-up explaining "00" rule 1 =
Sub-Total 18 10
C. Data Reports
1. System provides report writing capability; includes standard and ad hoc reports 2l 2
2. System allows data output in MS Access, Excel, Word, PDF in report & data form hrcece, - MY 2l 1.5
3. LEAs have access to other LEA data for report extraction 1 i
4. Data report extraction includes ad hoc, crime mapping, and data quality 2| 2
5. Standard reports include: B
a. Summary of offenses 1l
b. Summary of offenses - Domestic Violence 1
¢. Offenses by location 1 \
d. Arrests by Offense and Age Category 1 \
e. Hate Crime 1]
f. Activity Log (by month or year) 1 |
g. Outstandlng Errors and Incidents/Arrests Not Checked 1]
h. Static report (snapshot) of database 1 \
Sub-Total 15] .&
D. Data Validation and Error Notification
1. System meets all FBI and WA State data validation edits and error checks 2] g
2. System sends electronic error reports back to submitting agency 2| 2o
3. System performs data validations/error checks before FBI file submission 2| 2
4, Local and State SA are able to access batch error upload report 2| 2
5. Incidents with errors are included in the ad hoc and summary reports 2| 2
6. The FBI error messages can be easily edited to make them user friendly 1 D
7. There is no Time-Window Base Date Calculation 2| 7
8. The error list does not include errors without & case number 11 |
Sub-Total 14] \».5
E. State System
1. The system authenticates access with levels of users 2l 7
2. The state system administrators (SSAs) designate roles for local users 2| 2
3. The SSAs are able to enter and update data directly through the application 2] | Extve
4. There are two databases: training and production 2l 4
a. The training database displays data field descriptions when hovering 1
b. SSAs can transfer files from training to production 1 .© extve
¢. Production database has permanent archive ability 2l O
Sub-Total 12 G5
F. System Features
1. System discovers NIBRS batch submissions automatically 2] 2
2. System provides batch submissions and IIE to repository via web browser 2|
3. Data are immediately available for reports after State system acceptance 2| 2
4. Domestic Violence (DV) indicator is associated with Victim 1l .5
a. DV default is set for based on certain relationships, i.e. Spouse —
b. If default is triggered, a pop-up question asks, "Are you sure?"
5. Gang Involvement indicator is set as mandatory 1l .5



6. All related cases for Multiple Clearance indicator are displayed 11 O
a. User is able to delete a case number on the list _
7. Data values not relevant to WA State or utilized by FBI can be "greyed out” 1 .=
8. System journal is available for SSAs to track IIE data entry and updates 1 \
ﬁop-up windows asking "Are you sure?" are available R
10. Journal is available in Utilities for SSAs to track agency information, error rates, and agency 1 i
11. Zero Report can be entered even if the file contains a correction from previous month 1 =
12. Agency can override Zero Report month if an incident is now available for the month 1 =
13. NIBRS data can be converted to Summary format for certification purposes
Sub-Total 14 q.c
G. Vendor Responsibilities
1. Vendor has FBI certified state repository in at least one other state 1 O
2. Vendor has system that is FBI submission-capable 2 (0
3. Vendor has a minimum of two years' experience with NIBRS repository development D s ol 1 .S
4. Vendor presents logical solutions and proposed record layouts i 1l .=
5. Vendor included record layouts and report samples in the technical section 11 O
6. Vendor has customer service available Monday through Friday, 8am-4pm, Pacific Time 1 ]
a. Vendor has process for Work Order Number assignment
b. SSAs are able to check status of work order via on-line tracking system soms
7. Vendor will update system per FBI requirements at no additional cost 1 |
8. Vendor will update tables or allow SSAs to update tables in timely manner 1 )
9. Vendor provides user-friendly electronic manuals, error messages, pop-up windows 1 'S
10. Vendor provides comprehensive user and technical personnel training 1 .S
11. Vendor specified hardware components necessary for proposed repository 11 -5
Sub-Total 12| 5,5
Total for Section E. Technical Specifications - Preferences 100
Add-On Components
1. Mandatory Web-Browser is available 40| 40
2. Crime Mapping (not mandatory) is available 20| 70
3. Mandatory Data Migration 40| AD
100 (D)
Management Requirements
1. Project Plan:
a. Comprehensive in scope and detail 100 n
b. Plan includes project tasks, approximate dates, and time in hours 10 (=5
2. Project Schedule: required components and recertification with FBI 100 O
3. Roles and Responsibilities Defined 0] O
4. Project Change Control:
a. Bug reporting 100 =
b. Product enhancement 10| <
¢. Work order number process 10| =
5. Testing:
a. WASPC project team has access to software for application testing 100 p
b. Minimum 60-day acceptance testing 10| @&
c. FBI recertification plan 101 D
100 0

Ex v~
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NIBRS RFP Evaluation Total Score (012, D0 N

Point Points Comments (Use additional page if

Vendor Name: IBM Analytics Value Given necessary)
| =3 R T B e S R SR e |
| Preliminary Evaluation 300
Il Technical Solution 100 46
lli Project Management 100 70
IV Proposal Format 100 ﬁ()
V Technical Specifications - Basic Requirements 100 %D
VI Technical Specifications - Preferences 100 6% 5
VIl Add-On Components 100 [a)

Vil Manaiement Requirements 100 %%

Sub-Total | - VIll] 1,000
fo LR - ED == R I T i e e e e

References:
Reference 1 : : 100
Reference 2 100
Oral Prese_ntatiqn 200
Price / Value 500

Total Points Possible 1,900



Vendor: IBM Analytics

A. Technical Solution

H

1. Fulfillment of the requirements as stated in this RFP 201
2. Understanding of the work to be performed 200 /7
3. Technical approach and methodology to accomplish the work 20 /0
4, Completeness and competence in addressing the scope of work 201 /2
5. Demonstrated and reliable technology with pr-evious use and success 201 ~
] 100] 72
B. Project Management
1. Completeness and responsiveness of project management plans 15| /7
2. Project Team assigned B 15| /-
3. Experience in development and implementing similar systems 15
4. Familiarity with NIBRS terminology and requirements 200 /-
5. Ability to meet deadlines 15| /o
6. Special consideration for detailed project plan 20 /7
1000 0
C. Preposal Format
Cover letter 10 /0
Section 1 Proposal executive summary 10 =
Section 2 Technical solution and description 10| <
Section 3 Project management description 10 / 7
Section 4 Vendor section for additional information 10}  //
Section 5 Pricing section - to include product and maintenance/support pricing 100 ///
Appendix A Supplemental and Collateral Material j 100 O
Appendix B Vendor financial qualifications and annual reports 10 /o
Appendix C Vendor purchase contract 10 /0
Appendix D Vendor software license agreements 10, /(/
100f & &

D. Technical Specifications - Basic Requirements

1. Ability to capture and preserve NIBRS data pursuant to current FBI Tech Spec 200 /-~

2. System allows entry of standard values for each data element 20 /o

3. System meets additional WA State IBR data collection requirements 201 /=

4, Sysiem performs editing and validation of data 20] .1,

5. System provides capability for submission of NIBRS data 20| 7,

100
= " - .

A. Administrators and Users

1. Levels of user privileges: administrator, power user, report generator 2l =2

2. User receives immediate notification when upload successful or failed 2| 2

3. User receives reason in message if a file upload error occurs 2 2

4. System allows user to cancel duplicate file upload 1] .=

5. State system administrators (SSAs) have access to a contact database 1] —

6. SSAs receive notifications when file uploads stop, fail, or duplicate 2 2

7. SSAs have access to standard, ad hoc, crime mapping reporis 21 2

8. SSAs are able to monitor sysiem through utilities function 2|

9. SSAs are able to manage local user accounts 1 7
Sub-Total 15| /o

B. Data Entry and File Upload

1. Submission options include both batch file upload and individual incident entry 2 /

2. Individual incident entry (}E) has data validation on each field 2|

3. 1IE is user friendly 1| ——




4. lIE has drop down menus

5. IIE mandatory or invalid fields are highlighted

6. IIE cannot advance without completing mandatory fields

7. llE mandatory fields highlight per offense

8. When IIE complete, NIBRS check lists errors and returns user to screen

9. IIE entry of date or calendar option

10. IIE hot key options are available

11. |IE entry sequence: Admin, Offense, Victim, Offender, Property, Arreslee

12. IIE of domestic violence: DV is associated with the Victim

13. IIE entry of properly: ability to enter immediately with the offense

14. IIE entry of time: pop-up explaining "00" rule

Sub-Total

@|l=]|=min]| =] 2]N

N

C. Data Reports

1. System provides report writing capability; includes standard and ad hoc reports

2. System allows data output in MS Access, Excel, Word, PDF in report & data form

3. LEAs have access to other LEA data for report extraction

4. Data report extraction includes ad hoc, crime mapping, and data quality

Nl=ININ

o =~

5. Standard reports include:

a. Summary of offenses

b. Summary of offenses - Domestic Violence

c. Offenses by location

d. Arrests by Offense and Age Category

e. Hate Crime

f. Activity Log (by month or year)

g. Outstanding Errors and Incidents/Arrests Not Checked

h. Static report {snapshot) of database

Sub-Total

| b b b | b | k| b | ok | b

-k

D. Data Validation and Error Notification

1. System meets all FBI and WA State data validation edits and error checks

2. System sends electronic error reports back to submitting agency

3. System performs data validations/error checks before FBI file submission

4. Local and State SA are able to access batch error upload repont

5. Incidents with errars are included in the ad hoc and summary reports

6. The FBI errar messages can be easily edited to make them user friendly

7. There is no Time-Window Base Date Calcufation

8. The error list does not include errors without a case number

Baj=b N ==INNINNN

Sub-Total

vl

E. State System

1. The system authenticates access with levels of users

2. The state system administrators (SSAs) designate roles for local users

3. The SSAs are able to enter and update data directly through the application

4. There are two databases: training and production

a. The training database displays data field descriptions when hovering

b. SSAs can transfer files from training to production

¢. Production database has permanent archive ability

Sub-Total

NN =b] et DN NN

-k

F. System Features

1. System discovers NIBRS batch submissions automatically

2. System provides batch submissions and IE to repository via web browser

3. Data are immediately available for reports after State system acceptance

4. Domestic Violence (DV) indicator is associated with Victim

= NN

a. DV default is set for based on certain relationships, i.e. Spouse

b. If default is triggered, a pop-up question asks, "Are you sure?"

5. Gang Involvement indicator is set as mandatory




o

3
6. All related cases for Multiple Clearance indicator are displayed 1
a. User is able to delete a case number on the list
7. Data values not relevant to WA State or utilized by FBI ¢can be "greyed out" 1
8. System journal is available for SSAs to track IIE data entry and updates 1
9. Pop-up windows asking "Are you sure?" are available
10. Journal is available in Utilities for SSAs to track agency information, error rates, and agency 1
11. Zero Report can be entered even if the file contains a correction from previous month 1
12. Agency can override Zero Report month if an incident is now available for the month 1
13, NIBRS data can be converted to Summary format for certification purposes
Sub-Total 14 JO
G. Vendor Responsibilities
1. Vendor has FBI certified state repository in at least one other state 1
2. Vendor has system that is FBI submission-capable 2
3. Vendor has a minimum of two years' experience with NIBRS repository development 1
4. Vendor presents logical solutions and proposed record layouts 1
5. Vendor included record layouts and report samples in the technical section 1 -5
6. Vendor has customer service available Monday through Friday, 8am-4pm, Pacific Time 1 /
a. Vendor has process for Work Order Number ass:gnment v
b. SSAs are able to check status of work order via on-line tracking system -
7. Vendor will update system per per FBI requirements at no additional cost 1 /
8. Vendor will update tables or allow SSAs to update tables in timely manner 1 /
9. Vendor provides user-friendly electronic manuals, error messages, pop-up windows 1 ., £
10. Vendor provides comprehensive user and technical personnel training 1 s
11. Vendor specified hardware components necessary for proposed repository 1 /
Sub-Total 12
Total for Section E. Technical Specifications - Preferences 100 /. %K. s~
Add-On Components
1. Mandatory Web-Browser is available 40 L/
2. Crime Mapping (not mandatory) is available 20 )&
3. Mandatory Data Migration 40| /0
] 100 /.7
Management Requirements
1. Project Plan:
a. Comprehensive in scope and detail 10 4
b. Plan includes project tasks, approximate dates, and time in hours 100 o
2. Project Schedule: required components and recertification with FBI 10
3. Roles and Responsibilities Defined 10| ,/
4. Project Change Control:
a. Bug reporting 0] &
b. Praduct enhancement 0] /-
¢. Work order number process 10 /s
5. Testing: T
a. WASPC project team has access to software for application testing 10 s
b. Minimum 60-day acceptance testing 10| /
c. FBI recertification plan 10,
100 <%




Phase 2
Evaluation
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Vendor: B
A_ Technical Specifications - Basic Requirements No Unknown
1. System appears to capture NIBRS data pursuant to current FBI Tech Spec pid
Comments:
2. System allows entry of standard values for each data element ¥
Comments:

s

3. System meets additional WA State IBR data collection requirements (Not expected in demo)

Comments:
4. System performs editing and validation of data {
Comments:
5. System provides capability for submission of NIBRS data Y
Comments:

- - Proatars
- E el [ s L)

A. Administrators and Users

1. Levels of user privileges: administrator, power user, report generator

2. User receives immediate notification when upload successful or failed

3. User receives reason in message if a file upload error occurs hoidpie
4, System allows user to cancel duplicate file upload

5. State system administrators (SSAs) have access to a contact database
6. SSAs receive notifications when file uploads stop, fail, or duplicate
7.
8.
9,
C

< e,

P< <

SSAs have access to standard, ad hoc, crime mapping reports N

SSAs are able to monitor system through utilities function X

S5SAs are able to manage local user accounts
omments:

B. Data Entry and File Upload
1. Submission options include both batch file upload and individual incident entry 4
2. Individual incident entry {lIE) has data validation on each field ¥
3. lIE is user friendly X
X
X

4. lIE has drop down menus

5. |IE mandatory or invalid fields are highlighted

6. |IE cannot advance without completing mandatory fields whoad

7. IlE mandatory fields highlight per offense

8. When |IE complete, NIBRS check lists errors and returns user to screen I

9. IIE entry of date or calendar option ¥

10. lIE hot key options are available

11. |IE entry sequence: Admin, Offense, Victim, Offender, Property, Arrestee X -
b4
X

23\

12, IIE of domestic violence: DV is associated with the Victim
13. lIE entry of property: ability to enter immediately with the offense
14. {IE entry of time: pop-up explaining "00" rule X




RIS : AT S

Comments: W llinanessS T hnt 12 netded - Ten )
SN D go‘{LIgWP and Voeuond.,

C. Data Reports
1. Systemn provides report writing capability; includes standard and ad hoc reports
2: System allows data output in MS Access, Excel, Word, PDF in report & data form
3. LEAs have access to other LEA data for report extraction
4. Data report extraction includes ad hoc, crime mapping, and data quality
5. Standard reports include:
a. Summary of offenses
b. Summary of offenses - Domestic Violence
¢. Offenses by location
d. Arrests by Offense and Age Categoy
e. Hate Crime
f. Activity Log (by month or year) \
g. Outstanding Errors and Incidents/Arrests Not Checked X
Comments:
(‘ogms Seewy Powiher<some w15 Yeavinvia firve,
apiloiies 0 Adthe vpvi Gpd ~

S ’<><>z><

D. Data Validation and Error Notification

1. System meets all FBI (and WA State) data validation edits and error checks whill

2. System sends electronic error reports back to submitting agency A atowiated
3. System performs data validations/error checks before FBI file submission i

4. Local and State SA are able to access batch error upload report

5. Incidents with errors are included in the ad hoc and summary reports ! X
6. The FBI error messages can be easily edited to make them user friendly Y
7. There is no Time-Window Base Date Calculation

8. The error list does not include errors without a case number
Comments:

P<te I

—-wnlmg B clo vt Jrheﬂ cun b pake Whet we it - yshem (price
— 247 suppert - cvihical 1esucs ol wither iowr.  shidie anlime
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Willingness to provide exactly what is needed. Team seems to go above and beyond.

Cognos seems cumbersome but once all data elements are available should be exactly what is
needed for reports, ad hoc reports and dashboards.

Everything was added into total cost.

24/7 support - critical issues handled within an hour with online status review.

Training and access to multiple people for customer service.

Will build to what state requires and how state wants.

Reports will be real time or as specified by user.



¥ COAINOIOY B> (Phase L)
Vendor: \ P;)"{\

A. Technical Specifications - Basic Requirements No Unkrown
1. System appears to capture NIBRS data pursuant to current FBI Tech Spec

\

Comments:

2. System allows entry of standard values for each data element v
Comments:

3. System meets additional WA State IBR data collection requirements (Not expected in demo)
Comments;

4. System performs editing and validgtion of data v

Comments: <1y ¢Jo /N Qﬁ/ﬂw’m< :mw(a,hmsx op .en}wq LS
Com num'

5. System provides capability for submission of NIBRS data i
Comments:

B. Technical Specifications - Preferences

A. Administrators and Users

1. Levels of user privileges: administrator, power user, report generator
2. User receives immediate notification when upload successiul or failed e
3. User receives reason in message if a file upload error occurs v
4. System allows user to cancel duplicate file upload e
5. State system administrators {SSAs) have access to a contact database o
8. SSAs receive notifications when file uploads stop, fail, or duplicate ¥ ;
7. S8As have access to standard, ad hoc, crime mapping reports v
8. SSAs are able to monitor system through utilities function <
9. SSAs are able to manage local user accounts ; v
Comsz AMof oMl glae FA K lvte 4 Plote @ Fappnd 6

6 —

B. Data Entry and File Upload

. Submission options include both batch file uplead and individual incident entry
. Individual incident entry (IIE) has data validation on each field

. lIE is user friendly

. lIE has drop down menus

. lIE mandatory or invalid fields are highlighted

- |IE cannot advance without completing mandatory fields

- lIE mandatory fields highlight per offense

. When IIE complete, NIBRS check lists errors and returns user 1o screen

. lIE entry of date or calendar bption

10. lIE hot key options are available

11. IE entry sequence: Admin, Offense, Victim, Offender, Property, Arrestee
12. lIE of domestic viclence: DV is associated with the Victim

13. IIE entry of property. ability to enter immediately with the offense

14. |IE entry of time: pop-up explaining "00" rule

D|@m|~|PD|R| ] PO —

R \'\\\\\\\\\

e




v+
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C. Data Reports

1. System provides report writing capability; includes standard and ad hoc reports Ve
2. System allows data output in MS Access, Excel, Word, PDF in report & data form e
3. LEAs have access to other LEA data for report extraction Iy
4. Data report extraction includes ad hoc, crime mapping, and data quality i
5. Standard reports include:
a. Summary of offenses
b. Summary of offenses - Domestic Violence
¢. Offenses by location
d. Arrests by Oifense and Age Categoy
e. Hate Crime
f. Activity Log (by month or year)
9. Outstanding Errors and Incidents/Arrests Not Checked
Comments: . . .
iLa,Dm'kt,. Lol be Pl o’ QP Cudt Cat
ey W ll 8uire move hme U (p2rn
D. Data Validation and Error Notification
1. System meets all FBI (and WA State) data validation edits and error checks v
2. System sends electronic error reports back to submitting agency v
3. System performs data validations/error checks before FBI file submission [V
4. Local and State SA are able to access baich error upload report  — plot i b \!gj’ /
5. Incidents with errors are included in the ad hoc and summary reports N
6. The FBI error messages can be easily edited to make them user friendly o
7. There is no Time-Window Base Date Calculation pd
B. The error list does not include errors without a case number P

Comments;
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Notes on IBM Analytics System

Manual incident entry into system is user friendly and very intuitive. Background logic in place based on
offense. System highlights data fields that are required, such as, method of entry when the offense is a
burglary. If the data element is not required, the field is not available to populate.

When a data element may be used more than one time, such as, “weapon/force involve”, you have one
dropdown and may select up to three choices.

The system allows reports to be generated as soon as data is placed into repository.
Coplink on Cloud

e Housed at NLETS facility
e Secured/Encrypted facility

Cognos Express:

e Dashboards can be placed on website and data will refresh as we require. When data is
on the website, it cannot be manipulated by the public.

e Reports will be created for us (as many as we wish} and we will be shown how to create
reports as well,

e System will allow for data other than NIBRS data to be ingested into system for
reporting. For example, jail statistics.



